
Please return comments NLT 4 August (on the NIPRNET) to both: withersm@ncr.disa.mil
and nowakowr@ncr.disa.mil. Comments must be returned by this date to be considered for
incorporation in a redrafted TEMP. The draft MDT and OT test plans will be posted by 28
July for comment.

USER REVIEW OF TEMP FOR GCCS V3.0

The attached Test and Evaluation Master Plan for GCCS v3.0, when approved, will provide the
agreement among all affected parties for planning, conducting, evaluating, and reporting both
DT&E and OT&E in support of the fielding of GCCS v3.0 to replace v2.2.2.  This TEMP will be
coordinated separately from, but in conjunction with, the GCCS v3.0 EPIP.  Although this TEMP
describes new capabilities for v3.0, these will be tested and fielded as a second stage, but this draft
TEMP does not yet show the planning for this second stage.  Also to be incorporated in the next
draft of this TEMP will be instructions for planning the testing of subsequent increments to
GCCS.

For this round of user review, please concentrate on the following sections and topics:

• Section 1.3, MES: what capabilities must be evaluated in transitioning from GCCS v2.2.2 to
v3.0?  Remember that the overall criterion is that v3.0 will perform as well or better than
v2.2.2, that only 13 known GSPRs will be fixed, and that TPEDIT will replace DART.  Note
that any MES should be traceable to items addressed in the Requirements Implementation
Document, which was sent out with the EPIP.

• Section 1.3, MES, and Table I-1, GCCS Critical Technical Parameters:  what specific
functions must work and how well, e.g., can you give quantitative minimum acceptable
values?  If performance is worse than these minimums, testers will come back to you as users
to determine whether the mission consequences are acceptable.  Consider analogous system
performance, experience with v2.2.2, or mission impact as a basis for proposing minimums.

• Section 2.1, schedule.  Present schedule doesn’t show the details; new schedule will follow.

• Section 2.3, management, lists the roles your organization as well as others are expected to
play.  These should be reviewed carefully for completeness and supportability.  For example,
user subject matter experts (SMEs) are needed to support both DT&E and OT&E.

• Section 4.4, Future OT&E:  This describes the OT&E focus and any conditions that must be
met before or during the OT&E.  For example, are there particular databases, interface
feeders, scenarios, or events that need to be included?

• Tables 2 through 9 in the “Part IV Appendix” should be reviewed to determine which task(s)
are critical to test.  Nominate others as necessary, or recommend deletions.  Again, what is the
minimum necessary to ensure v3.0 will successfully replace v2.2.2?

• Part V, Resource Summary:  Although mostly test resources and personnel, it may be
necessary to acknowledge your user support in this section.
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PART I  

6<67(0�,1752'8&7,21

1.1  Mission Description

D���7KLV�7HVW�DQG�(YDOXDWLRQ�0DVWHU�3ODQ��7(03��DSSOLHV�WR�WKH�*OREDO�&RPPDQG�DQG

&RQWURO�6\VWHP��*&&6��9HUVLRQ�����FDSDELOLWLHV�OHDGLQJ�XS�WR�DQG�LQFOXGLQJ�WKH�UHSODFHPHQW

RI� WKH� FXUUHQW� YHUVLRQ� RI� *&&6� �9HUVLRQ� ������ 7KLV� 7(03� ZLOO� EH� XSGDWHG� WR� UHIOHFW

LQFUHPHQWDO�LPSURYHPHQWV�XSJUDGHV�RI�*&&6���

E����7KH�-��DSSURYHG�*&&6�0LVVLRQ�1HHGV�6WDWHPHQW��016��LGHQWLILHV�WKH�REMHFWLYHV

IRU� *&&6� DV� WKRVH� LGHQWLILHG� LQ� WKH� 'HIHQVH� 3ODQQLQJ� *XLGDQFH�� 6HFWLRQ� ,,,�� �&RPPDQG�

&RQWURO�� &RPPXQLFDWLRQV�� &RPSXWHUV�� DQG� ,QWHOOLJHQFH� �&�,�� DQG� 6SDFH� %DVH� 6\VWHPV���

3ODQQLQJ�JXLGDQFH� IRU� WKH�*&&6� LV� DOVR�FRQWDLQHG� LQ�'2',� ������� DQG� WKH� -RLQW�&KLHIV� RI

6WDII� �&�,� IRU� WKH�:DUULRU� �&�,)7:��� FRQFHSW� DQG� &KDLUPDQ� RI� WKH� -RLQW� &KLHIV� RI� 6WDII

,QVWUXFWLRQ��&-&6,�������������7KH�*&&6�016�LV�LQWHQGHG�WR�EH�RQH�RI�VHYHUDO�016�ZLWKLQ

WKH�&�,)7:�FRQFHSW��

F�� � � � 7KH� *&&6�016� VWDWHV� WKH� UHTXLUHG� QHHG� IRU� VHOHFWHG� FRPPRQ� IXQFWLRQDOLW\

DPRQJ�WKH�FRPEDWDQW�FRPPDQGV��6HUYLFHV��DQG�DJHQFLHV�ZKLFK�ZLOO�DOORZ�LQWHUFRQQHFWLQJ� WR

WKH�WKHDWHU�DQG�WDVN�IRUFH�OHYHO�FRPPXQLFDWLRQV�LQIUDVWUXFWXUHV��'HWDLOV�RI�LPSOHPHQWDWLRQ�DUH

IRXQG� LQ� WKH� *&&6� &RQFHSW� RI� 2SHUDWLRQV� �&21236��� � 7KH� PLVVLRQ� HOHPHQW� QHHG� LV� WR

SURYLGH� DQG� VXSSRUW� WKH� ZDUILJKWHU� ZLWK� LQIRUPDWLRQ� WRROV� WR� HQDEOH� HIIHFWLYH� DQG� WLPHO\

DFFRPSOLVKPHQW�RI�WKH�PLVVLRQ�� �*&&6�LV�DQ�DXWRPDWHG� WRRO�IRU� WKH�ZDUILJKWHU�DQG�VXSSRUWV

WKH�SULPDU\�IXQFWLRQDO�DUHD�RI�&�,��*&&6�LQWHJUDWHV�QDWLRQDO��WKHDWHU��DQG�WDFWLFDO�LQIRUPDWLRQ

LQWR�D�FRPPRQ��IXVHG�SLFWXUH�RI�WKH�EDWWOH�VSDFH�IRU�WKH�ZDUILJKWHU��

d.  The Assistant Secretary of Defense, Command, Control, Communications, and
Intelligence has� DSSURYHG�*&&6� DV� WKH� &RPPDQG� DQG�&RQWURO�PLJUDWLRQ� V\VWHP� IRU� DOO� WKH

&RPPDQGHUV� LQ� &KLHI� �&,1&V�� DQG� 6HUYLFHV�$JHQFLHV�� � 7KH� 8QGHU� 6HFUHWDU\� RI� 'HIHQVH

�$FTXLVLWLRQ�� WHUPLQDWHG� WKH�:RUOG�:LGH�0LOLWDU\�&RPPDQG� DQG�&RQWURO� 6\VWHP� LQ�$XJXVW

������ZKHQ�*&&6�EHFDPH� WKH�&��6\VWHP�2I�5HFRUG� �625���*&&6�SHUIRUPV� QRW� RQO\� WKH

PDQ\� functions of WWMCCS, but also achieves additional functionality required by the
Warfighter in a common and interoperable way.

e.  GCCS 3.0 will provide the National Command Authorities (NCA) with an
infrastructure that will effectively control the flow and processing of information to implement
command and control over our national agencies, military forces, and allies throughout the force
projection cycle.  This capability will extend from the NCA to the CINCs; between the supported
and supporting CINCs; from the supported CINC to the Commander Joint Task Force (CJTF);
and from the CJTF to the component commands.  GCCS 3.0 will enable the warfighter to perform
deliberate planning, crisis planning, execution, follow-on operations, and peacetime�operations�
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�����6\VWHP�7KUHDW�$VVHVVPHQW��

7KH�-RLQW�6WDII�ZLOO�FRQGXFW�WKH�7KUHDW�$VVHVVPHQW�IRU�WKH�*&&6�DQG�SURYLGH�WKDW�GRFXPHQW

VHSDUDWHO\�

����0HDVXUHV�RI�(IIHFWLYHQHVV�DQG�6XLWDELOLW\��0(6�

 
7KH�5HTXLUHPHQWV�,PSOHPHQWDWLRQ�'RFXPHQW��5,'��DQG�WKH�&21236�FRQVWLWXWH�WKH�FRPSOHWH

UHTXLUHPHQWV��GRFXPHQWV�YDOLGDWHG�E\�WKH�-RLQW�6WDII���7KHVH�0(6V�ZHUH�XVHG�WR�GHWHUPLQH�WKH

FULWLFDO�RSHUDWLRQDO�LVVXHV�LGHQWLILHG�LQ�VHFWLRQ�,9�RI�WKLV�GRFXPHQW�����

D��7UDQVLWLRQ�IURP�*&&6�9������$V�H[SODLQHG�LQ�GHWDLO�LQ�WKLV�SODQ��*&&6�����ZLOO�EH

ILHOGHG�WR�D�VPDOO�QXPEHU�RI�EHWD�VLWHV�IRU�6WDJH�,,,�'7�DQG�VXEVHTXHQWO\�IRU�27���,Q�WKH�VDPH

PDQQHU�WKDW�WKH�EHWD�VLWHV�ZLOO�XWLOL]H�*&&6�9HUVLRQ�����IRU� WHVWLQJ�� WUDQVLWLRQ� WR�*&&6����

IRU� DOO� VLWHV�ZLOO�EH�DFFRPSOLVKHG�XVLQJ� WKH� VDPH�PHWKRGRORJ\�� �*&&6�9HUVLRQ� ����ZLOO� EH

EDFNZDUGV� FRPSDWLEOH� ZLWK� 9HUVLRQ� ����� WKHUHIRUH� 9HUVLRQ� ���� VLWHV� ZLOO� SRLQW� WR� WKH� QHZ

9HUVLRQ� ���� GDWDEDVH� �VHUYHU�� XVLQJ� WKHLU� 9HUVLRQ� ���� VRIWZDUH� XQWLO� DOO� RI� WKH� FOLHQWV� DQG

VHUYHUV�DUH�XVLQJ�9HUVLRQ�����DSSOLFDWLRQV����6HH�SDUDJUDSK����H����

E���,QWHURSHUDELOLW\���*&&6�PXVW�LQWHUIDFH�ZLWK�6HUYLFH�DQG�VLWH�XQLTXH�V\VWHPV�ZKLFK

SDVV�GDWD�WR�IURP�*&&6���7KH�*&&6�LQWHUIDFH�UHTXLUHPHQWV�GUDIW�SURYLGHG�E\�-,7&�LV�IRXQG

DW�$SSHQGL[�%���6HH�SDUDJUDSK�I����EHORZ�DQG����F����

F�� �6HFXULW\��7KH�*&&6�VKDOO�EH�DFFUHGLWHG� WR� RSHUDWH� DW� WKH� 6HFUHW� OHYHO� GXULQJ� WKH

6HFXULW\�7HVW�DQG�(YDOXDWLRQ�SRUWLRQ�RI�WKH�PDVWHU�VFKHGXOH��5HIHUHQFH�&-&6,���������*&&6

6HFXULW\� 3ROLF\�� � WKH� *&&6� $XWRPDWHG� ,QIRUPDWLRQ� 6\VWHP� 6HFXULW\� 3ODQ�� DQG� DVVRFLDWHG

VHFXULW\�GRFXPHQWDWLRQ���

G�� � &ROODERUDWLYH� $FFHVV� WR� D� &RPPRQ� 2SHUDWLRQDO� 3ODQ�� � *&&6� PXVW� VXSSRUW

FROODERUDWLRQ� EHWZHHQ� WKH� WKHDWHU�OHYHO� -RLQW� 2SHUDWLRQ� 3ODQQLQJ� DQG� ([HFXWLRQ� &RPPXQLW\

�-3(&�� FRPEDWDQW� FRPPDQGV�� VXSSRUWHG� FRPPDQGHUV�� DJHQFLHV�� 6HUYLFH� FRPSRQHQWV�� WKH

&-7)�DQG�WKH�VXEXQLILHG�FRPPDQGHU���7KH�VSHFLILF�SURFHVVHV�WKDW�PXVW�EH�VXSSRUWHG�LQFOXGH�

��&RXUVHV�RI�$FWLRQ��&2$��GHYHORSPHQW

��)RUFHV�DQG�WDVN�UHILQHPHQW

��(PSOR\PHQW�DQDO\VLV

��6SHFLDOL]HG�HPSOR\PHQW�DQDO\VLV��H�J���HPSOR\PHQW�RI�VSHFLDO

FDSDELOLWLHV�WKDW�PD\�QRW�FXUUHQWO\�EH�LQ�WKH�WKHDWHU�

��'HSOR\PHQW�WUDQVSRUWDWLRQ�DQDO\VLV

��6XVWDLQPHQW�DQDO\VLV

��2Q�OLQH�UHILQHPHQW�WHOHFRQIHUHQFLQJ

��5HPRWH�EULHILQJ

��7DLORUHG�SODQ�GLVVHPLQDWLRQ
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H��9LVLELOLW\�RI�3ODQ�([HFXWLRQ�6WDWXV��*&&6�PXVW�SURYLGH�YLVLELOLW\�RI�SODQ�H[HFXWLRQ

VWDWXV�DW�DOO�OHYHOV�RI�FRPPDQG��$W�WKH�WDFWLFDO�OHYHO��FRPPDQGHUV�PXVW�EXLOG�D�FDPSDLJQ�SODQ

IURP� WKH� RSHUDWLRQDO� GLUHFWLYHV� JLYHQ� E\� WKH� &,1&�� 7KH\� PXVW� EH� DEOH� WR� DFFHVV� VHOHFWHG

UHVRXUFH� LQIRUPDWLRQ� IURP� WKH� WDVN� IRUFH� RU� VXEXQLILHG� FRPPDQG� FRPSRQHQWV� LQ� RUGHU� WR

SHUIRUP�UHVRXUFH�DOORFDWLRQ�DQG�WDVN�SODQQLQJ�VFKHGXOLQJ�

I���3HUIRUPDQFH��*&&6�9HUVLRQ�����V\VWHP�SHUIRUPDQFH�PXVW�PHHW�RU�H[FHHG�*&&6

9����SHUIRUPDQFH� VWDQGDUGV��6XFFHVV�ZLOO�EH�GHWHUPLQHG�E\� XVHU� DVVHVVPHQW��7KH� IROORZLQJ

SHUIRUPDQFH�SDUDPHWHUV�ZLOO�EH�PHDVXUHG�GXULQJ�GHYHORSPHQWDO�DQG�RSHUDWLRQDO�WHVWLQJ��

���5DQGRP�VDPSOLQJ�RI�IXQFWLRQDOLW\�XVLQJ�GHYHORSHU�SURYLGHG�WHVW�SODQV

�LQ�WKH�DEVHQFH�RI�WHVW�SODQV��LQGLYLGXDO�VHJPHQW�WHVW�FKHFNOLVWV�DUH

GHYHORSHG��

���9DOLGDWH�V\VWHP�EXLOG�XSJUDGH�SURFHGXUHV��6RODULV��+3��:LQGRZV�17�

���9DOLGDWH�VHJPHQW�LQVWDOODWLRQ�LQVWUXFWLRQV��6RODULV��+3��:LQGRZV�17�

���9DOLGDWH�SUREOHP�UHSRUWV�DUH�IL[HG

���'DWDEDVH�%DFNXS�5HFRYHU\

���6HUYLFH�,QWHUIDFH�7HVWV��$)*&&6��$*&&6��0$*7)�,,�

�

���'DWDEDVH�6\QFKURQL]DWLRQ

J�� 5HOLDELOLW\� �6LWH��� *&&6� 6LWH� 0HDQ� 7LPH� %HWZHHQ� 2SHUDWLRQDO� 0LVVLRQ� )DLOXUHV

�07%20)��WKUHVKROG�LV����KRXUV��XQOHVV�PRGLILHG�E\�WKH�-RLQW�6WDII����07%20)�LV�GHILQHG

DV� WKH�PHDQ�*&&6�VLWH�RSHUDWLQJ� WLPH�EHWZHHQ�RSHUDWLRQDO�PLVVLRQ� IDLOXUHV��ZKLFK�FDXVH�RU

FRXOG�FDXVH�WKH�LQDELOLW\�WR�SHUIRUP�RQH�RU�PRUH�*&&6�PLVVLRQ�HVVHQWLDO�IXQFWLRQV��

GCCS site level MTBOMF will be computed using the standard MTBOMF algorithm defined in
AMC PAM 70-11, as follows:

Total GCCS Site Operating Hours
MTBOMF = ------------------------------------------------------------------

Total GCCS Site Operational Mission Failures

where total site operating hours is the sum of fully and partially mission capable operating hours,
and total operational mission failures is the total number of  GCCS mission essential failure
incidents.   A mission essential failure includes those incidents where there is no workaround, e.g.
the common database is not available, or LAN access to servers is not available, even though the
user client workstation is operating.
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h.  Maintainability.  GCCS maintainability is measured at the site level by the Mean
Corrective Maintenance Time, referred to in GCCS as Mean Time To Restore software
(MTTRsw) and  Mean Time To Restore hardware (MTTRhw).  The MTTR failures shall not
exceed 3 hours for hardware restore actions and 3 hours for software restore actions. These
estimates may be revised at a  later date and will be based on empirical data.  MTTR is the
measure of maintainability  which describes the average active maintenance time required to
complete unscheduled (corrective) maintenance and return a system or component to an
operational state after the occurrence of a failure.   MTTR is defined as the total active corrective
maintenance clock time divided by the total number of corrective maintenance actions performed.
 Active corrective maintenance time includes the time required to restore all processes, functions,
 files and databases to a tactically useful state as well as the time to physically reboot the system
and enable user logins. Active corrective maintenance time does not include travel time, logistics
delay time or administrative delay time. Software failures are defined as any random interruption
of the system’s operation, other than those directly attributable to hardware, which can be restored
to the pre-interrupted state. 

GCCS MTTR estimates will be computed for mission operations failures, and hardware and
software repair actions, using the MTTR computational algorithm defined in AMC PAM 70-11,
as follows:

MTTR  =  Total Active Corrective Maintenance Time
Total Corrective Maintenance Actions

where software repair actions are defined as corrective actions taken to restore or reinitialize
system operations to the point of processing in progress prior to software module failure. 
Software repair actions do not include off-line actions taken to revise or update software code.

1.3.1  Availability.  

a.  The approach for calculating operational availability is defined in the Operational
Test Plan,  paragraph 2.2.5 as shown in item b below.

b.  Operational availability, Ao, is the measure of system availability that describes the
proportion of time a system is operating, or capable of operating, when used in accordance with
the system operational mode summary/mission profile in an approved maintenance and logistics
support environment.  GCCS site Ao estimates will be computed using the following algorithm:  

        Uptime 
Ao      =       -------------------------------

                 Uptime + Downtime

Site uptime is time fully mission capable plus time partially  mission capable.  Site downtime is the
sum of the downtime incurred during critical preventive maintenance and the downtime required
to restore a site to its pre-failure operating status following mission-critical failures.

Site downtime is composed of active maintenance downtime and associated administrative and
logistics downtimes. Site data collection resource limitations preclude independently documenting
these downtime categories during the GCCS assessment.  However, site downtimes will be
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analyzed to identify the factors having the greatest degradation effects on Site Ao.  This analysis
will identify to the extent possible the site failure modes, maintenance procedures, maintenance
deficiencies, and/or supply/support deficiencies which most significantly degrade Ao.

c.  In actual practice, the Ao will be expanded to correctly handle the adjudication process
in determining the effect on the system when one piece of equipment is down.  JITC’s actual
testing instructions and test analysis will include calculations which take the distributed nature of 
GCCS into account.  In practice, if one component should fail, only that piece will be affected and
not necessarily  the entire system.

1.4  System Description.

a.  GCCS is the primary joint command, control, communications, computer and
intelligence systems for the United States Department of Defense (DOD) and provides an
integrated architecture of communications and information processing systems capable of
responding worldwide to military contingencies throughout the operational continuum.  GCCS
versions (system and workstation configurations of GCCS compliant software) utilize applications
developed by many formal acquisition programs to provide an integrated capability at most levels
of command.  GCCS is a "system of functionalities” using a common database.  It uses a client-
server architecture with commercial off-the-shelf (COTS) hardware and  a common operating
environment (COE) to achieve consistent operation across multiple platforms.  Core functions and
applications software packages will be selected from migration candidates satisfying selection
criteria proposed by the GCCS Program Manager and approved by the GCCS Advisory Board 
IAW CJCSI 6721.01, Global Command and Control Management Structure and the GCCS
Functional Requirements Evaluation Procedures.  

b.  The GCCS software and hardware configuration along with detailed installation and
administration instruction is described in the GCCS version description, GCCS system
administration manual and GCCS implementation procedures documents.  The configuration
identified in the GCCS administration instruction describes the GCCS configuration which will be
used for testing.  During testing, the configurations of  all test sites will be placed under strict
configuration management (CM) by the local CM groups and a joint test team composed of both
users and testers.

c.  The backbone communications for GCCS is the Defense Information System Network.
 The DISN is a collection of voice and data networks composed of multiplexers, cryptographic
devices, routers, and other devices combined to create a world wide information
transfer infrastructure.   One of the data portions of the DISN is comprised of router based layers,

each with a different classification level.  The secret router layer is the Secret Internet Protocol
Router network (SIPRNET).   The GCCS premise router is part of the GCCS site LAN
infrastructure and represents the gateway point out to the SIPRNET Wide area Network (WAN).
Communications servers support access to GCCS via Secure Telephone Unit (STU) using dial or
dedicated multiplexer  circuits.  

1.4.1  GCCS 3.0 Functions.
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The functionality for GCCS Version 3.0 is described in the GCCS Version Description document
(VDD) and was selected in accordance with Chairman, Joint Chiefs of Staff Instruction (CJCSI)
6721.01.  7KH�*&&6� 8VHU� &21236� GRFXPHQW� GHILQHV� HLJKW� REMHFWLYHV� IRU� *&&6�� � 7KHVH

REMHFWLYHV�DUH�

D� %H�FRQILJXUDEOH�WR�DFKLHYH�RSWLPXP�FULVLV�UHVSRQVH�

E� 6XSSRUW�XQLW\�RI�HIIRUW�DQG�FRPPDQG�GRPLQDQFH�

F� 6XSSRUW�GHOLEHUDWH�DQG�FULVLV�DFWLRQ�SODQQLQJ�

G� 3URYLGH�IRU�MRLQW�7LPH�3KDVHG�)RUFH�'HSOR\PHQW�'DWD��73)''�� GHYHORSPHQ

H� 3URYLGH�&RPELQHG�-RLQW�7DVN�)RUFH��&-7)��JOREDO�DFFHVV�WR�FXUUHQW������

���������� LQWHOOLJHQFH�DQG�WDFWLFDO�LQIRUPDWLRQ��LQ�VXSSRUW�RI�MRLQW�DQG

FRDOLWLRQ������������� PLVVLRQV�

I� 6XSSRUW�GHFLVLRQ�DQG�H[HFXWLRQ�F\FOHV�IDVWHU�WKDQ�WKRVH�RI�WKH�HQHP\�

J� 3URYLGH�LQWHURSHUDELOLW\�IRU�MRLQW�DQG�PXOWLQDWLRQDO�IRUFH�&RPPDQG�DQG�

���������������&RQWURO��&���V\VWHPV�

K� )DFLOLWDWH�XVH�RI�&RPPHUFLDO�2II�7KH�6KHOI��&276��SURGXFWV�

���������)81&7,21$/�&$3$%,/,7,(6�

GCCS Version 3.0 will provide the capabilities described in the draft GCCS Version 3.0
CONOPS, sections III and IV, in the GCCS Mission Needs Statement (MNS), and Annex C to
the GCCS 3.0 EPIP (Functional Description), 30 May 1997, where specific segment descriptions
are found by Solaris, HP, and NT platforms.  *&&6� FDSDELOLWLHV� DUH� DOORFDWHG� WR� IRXU� EURDG
IXQFWLRQDO�DUHDV���7KHVH�IXQFWLRQDO�DUHDV�DQG�WKHLU�UHVSHFWLYH�DSSOLFDWLRQV�DUH�

&�,� $SSOLFDWLRQV�� � *&&6� &�,� DSSOLFDWLRQV� VXSSRUW� D� VSDQ� RI� FRQWURO� IURP

WKUHDW�DVVHVVPHQW�DQG�IRUFH�UHTXLUHPHQWV�GHYHORSPHQW�WKURXJK�OLIW��GHSOR\PHQW�

VXVWDLQPHQW� DQG� UHWXUQ�� � 7KH� LQWHJUDWLRQ� RI� YDULRXV� LQWHOOLJHQFH� VRXUFHV� DQG

FRPPXQLFDWLRQV� OLQNV� SURYLGHV� WKH� HQWLUH� *&&6� FRPPXQLW\� ZLWK� WKH� ELJ

SLFWXUH���&�,�DSSOLFDWLRQV�LQFOXGH�

D� $XWRPDWHG�0HVVDJH�+DQGOLQJ�6\VWHP��$0+6���SURYLGHV�*&&6�XVHUV

ZLWK� WKH� FDSDELOLW\� WR� ZRUN� ZLWK� $872PDWHG� ',JLWDO� 1HWZRUN�

�$872',1��PHVVDJHV��ERWK�LQ�WUDQVPLW�DQG�UHFHLYH�PRGH���$0+6�DOVR

VXSSRUWV� WKH� DELOLW\� WR� DXWRPDWLFDOO\� XSGDWH� YDULRXV� GDWDEDVHV�� EDVHG

XSRQ�IRUPDWWHG�$872',1�PHVVDJHV�

E� &RPPRQ�2SHUDWLRQDO�3LFWXUH��&23���FDSDELOLWLHV�DUH�SURYLGHG�E\�WKH�-RLQW

0DULWLPH�&RPPDQG�,QIRUPDWLRQ�6\VWHP��-0&,6����'LVSOD\�RI�QHDU�UHDO�

WLPH�DQG�GDWDOLQNHG�DLU��ODQG�DQG�VHD�WUDFNV�DUH�DQ�HVVHQWLDO�&23�IHDWXUH�
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�7KHVH�WUDFNV�FDQ�EH�GLVSOD\HG�DJDLQVW�'HIHQVH�0DSSLQJ�$JHQF\��'0$�

UDVWHU�DQG�YHFWRU�PDSV��

F� *&&6� $LU� 7DVNLQJ� 2UGHU� �$72�� 5HYLHZ� &DSDELOLW\� �*$5&��

SURYLGHV�*&&6�ZLWK� WKH�DELOLW\� WR� UHFHLYH�DQG� YLHZ�86�0HVVDJH�7H[W

)RUPDW� �8607)�� $72� &RQILUPDWLRQ� �$72&21)�� PHVVDJHV

GLVVHPLQDWHG� E\� WKH� &RQWLQJHQF\� 7KHDWHU� $XWRPDWHG� 3ODQQLQJ� 6\VWHP

�&7$36��

G� -RLQW�'HSOR\DEOH�,QWHOOLJHQFH�6XSSRUW�6\VWHP��-',66���LV�WKH�WHFKQLFDO

EDVHOLQH� IRU� WKH�'R'�,QWHOOLJHQFH� ,QIRUPDWLRQ� 6\VWHP� �'R',,6�� FOLHQW�

VHUYHU� HQYLURQPHQW�� � -',66� LQFOXGHV� ,17(/,1.� DW� WKH� 6HFUHW

FODVVLILFDWLRQ�OHYHO���-',66�SURYLGHV�WKH�-RLQW�,QWHOOLJHQFH�&HQWHU��-,&��

-RLQW� 7DVN� )RUFHV� �-7)��� DQG� RSHUDWLRQDO� FRPPDQGHUV� ZLWK� RQ�VLWH

DXWRPDWLRQ�VXSSRUW�DQG�FRQQHFWLYLW\�WR�H[HFXWH�WKH�LQWHOOLJHQFH�PLVVLRQ�

H� *OREDO� 5HFRQQDLVVDQFH� ,QIRUPDWLRQ� 6\VWHP� �*5,6�� � VXSSRUWV� WKH

SODQQLQJ� DQG� VFKHGXOLQJ� RI� PRQWKO\� WKHDWHU� UHFRQQDLVVDQFH� UHSRUWV��

*5,6� LV� WKH� FXOPLQDWLRQ� RI� PLJUDWLRQ� RI� WKUHH� RWKHU� UHFRQQDLVVDQFH

LQIRUPDWLRQ�V\VWHPV���*5,6�DOVR�SURYLGHV�PRQLWRULQJ�FDSDELOLWLHV�

3ODQQLQJ�DQG�([HFXWLRQ�$SSOLFDWLRQV���7LPH�3KDVHG�)RUFH�'HSOR\PHQW�'DWD

�73)''�� LV� XVHG� WR� GHYHORS� SODQV� DQG� DOWHUQDWLYHV�� DV� ZHOO� DV� WKH

H[HFXWLRQ� RI� DSSURYHG� SODQV�� � 7KLV� UHTXLUH� WKH� DXWRPDWHG� WRROV� DQG

DFWLYLWLHV�GHVFULEHG�EHORZ�

D� -RLQW� 2SHUDWLRQDO� 3ODQQLQJ� DQG� ([HFXWLRQ� 6\VWHP� �-23(6�� 1DYLJDWLRQ

�-1$9�� LV� D� JUDSKLFDO� V\VWHP� OHYHO� QDYLJDWLRQ� DSSOLFDWLRQ� WKDW� DOORZV� XVHUV� WR

HDVLO\�VWDUW�*&&6�DSSOLFDWLRQV�DQG�VZLWFK�EHWZHHQ�WKHP���7KHVH�LQFOXGH�

��� 5HTXLUHPHQWV� 'HYHORSPHQW� DQG� $QDO\VLV� �5'$�� � � DOORZV� HGLWLQJ� RI

73)''6� DQG� JUDSKLFDO� DQDO\VLV� RI� &RXUVHV� 2I� $FWLRQ� �&2$V�� ZLWK

UHVSHFW� WR� 73)''�PRGLILFDWLRQV�� � 5'$� DOVR� SURYLGHV� D� FDSDELOLW\� IRU

FUHDWLQJ� DQG�PRGLI\LQJ� IRUFH� DQG� QRQ�XQLW� UHTXLUHPHQWV� DVVRFLDWHG�ZLWK

2SHUDWLRQV�3ODQV��23/$1V��

��� 6FKHGXOLQJ� DQG� 0RYHPHQW� �6	0�� � � KDQGOHV� &�� LQIRUPDWLRQ� RQ

GHSOR\PHQW� DFWLYLW\� DQG� VWDWXV�� � 6	0� WUDFNV� DQG� UHSRUWV� RQ� 73)''

UHTXLUHPHQWV�� � 6	0� DOORZV� *&&6� XVHUV� WR� ZRUN� ZLWK� 7UDQVSRUWDWLRQ

&RPSRQHQW�&RPPDQG��7&&��FDUULHU�DQG�RUJDQLF�PRYHPHQW�GDWD�EHIRUH

DQG�GXULQJ�GHSOR\PHQW���6	0�FDQ�SURYLGH�FDUULHU�VXSSRUW�IRU�PRUH�WKDQ

RQH�23/$1���6	0�DOORZV�XVHU�$G�+RF�4XHULHV��$+4V��

��� /RJLVWLFV�6XVWDLQPHQW�$QDO\VLV�DQG�)HDVLELOLW\�(VWLPDWRU��/2*6$)(�

��XVHV� ORJLVWLFV� UHODWHG� DWWULEXWHV�� VXFK� DV� XQLW� FRQVXPSWLRQ� IDFWRUV�� WR

FDOFXODWH� WLPH�SKDVHG� UHTXLUHPHQWV� IRU� QRQ�XQLW� UHODWHG� VXSSOLHV��

/2*6$)(� FDQ� DOVR� UHFHLYH� GDWD� IURP� -RLQW� (QJLQHHU� 3ODQQLQJ� DQG
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([HFXWLRQ� 6\VWHP� �-(3(6�� DQG�0HGLFDO� 3ODQQLQJ� DQG� ([HFXWLRQ

6\VWHP��0(3(6����6WUDWHJLF�PRYHPHQW�UHTXLUHPHQWV�FDQ�EH�JURXSHG�WR

RSWLPL]H�OLIW�QHHGV�

��� -RLQW�)ORZ�DQG�$QDO\VLV�6\VWHP�IRU�7UDQVSRUWDWLRQ��-)$67�� � �DOORZV

*&&6�XVHUV�WR�UDSLGO\�DQDO\]H�D�&2$�IRU�GHSOR\PHQW�DQG�VXVWDLQPHQW��

-)$67�DOVR�SURYLGHV�WKH�DELOLW\�WR�JHQHUDWH�FKDQJHV�WR�)RUFH�0RGXOHV�

��� -RLQW� (QJLQHHU� 3ODQQLQJ� DQG� ([HFXWLRQ� 6\VWHP� �-(3(6�� � � SURYLGHV

*&&6�XVHUV�ZLWK�D�FDSDELOLW\�WR�GHWHUPLQH�UHTXLUHPHQWV�DQG�DGHTXDF\�RI

HQJLQHHULQJ�VXSSRUW�SURYLGHG�LQ�23/$1�&2$V���-(3(6�DOORZV�SODQQHUV

WR�GHYHORS�WKH�&LYLO�(QJLQHHULQJ�6XSSRUW�3ODQ� �&(63�� IRU�DQ�23/$1��

8VLQJ�SHUWLQHQW�73)''�GDWD�� -(3(6� FDQ� FRPSXWH� IDFLOLW\� UHTXLUHPHQWV

DQG�GHWHUPLQH�LI�DGHTXDWH�IDFLOLWLHV�H[LVW�WR�VXSSRUW�GHSOR\HG�IRUFHV�

��� )RUFH�$XJPHQWDWLRQ�3ODQQLQJ�DQG�([HFXWLRQ�6\VWHP��)$3(6�� � � LV�D

PLOLWDU\�PRELOL]DWLRQ�GHFLVLRQ�PDNLQJ� WRRO� XVHG� WR� FDSWXUH� DQG� LQWHJUDWH

PDQSRZHU�LQIRUPDWLRQ�IRU�GHOLEHUDWH�DQG�FULVLV�DFWLRQ�SODQQLQJ���)$3(6

TXDQWLILHV� PDQSRZHU� UHVRXUFHV�� GHWHUPLQHV� VKRUWIDOOV� DQG� FRQVWUDLQWV�

IRUHFDVWV�WLPH�SKDVHG�UHTXLUHPHQWV��DQG�PRQLWRUV�PRELOL]DWLRQ�

��� 0HGLFDO�3ODQQLQJ�DQG�([HFXWLRQ�6\VWHP��0(3(6����DVVLVWV�WKH�PHGLFDO

SODQQHU�LQ�TXDQWLI\LQJ�WKH�LPSDFW�RI�DQ�23/$1�RQ�WKH�PHGLFDO�V\VWHP��

0(3(6�FDQ�GHILQH�0HGLFDO�:RUNLQJ�)LOHV��0:)��DQG�FRPSXWH�PHGLFDO

UHTXLUHPHQWV���0(3(6�DOVR�SURYLGHV�GDWD�WR�/2*6$)(�

��� ,QGLYLGXDO� 0DQSRZHU� 5HTXLUHPHQWV� DQG� $YDLODELOLW\� 6\VWHP

�,05$6�� � �VXSSRUWV�PDQSRZHU�DQG�SHUVRQQHO�GHFLVLRQ�PDNLQJ�SODQQLQJ

DQG� H[HFXWLRQ� UHTXLUHPHQWV� ZLWKLQ� HDFK� RI� WKH� -23(6� PLVVLRQ� DUHDV��

,05$6� ZLOO� VXSSRUW� GHYHORSPHQW� RI� WKH� SHUVRQQHO� HVWLPDWH� IRU� WKH

VLWXDWLRQ�DQG�SHUVRQQHO�DSSHQGLFHV�WR�WKH�-RLQW�6WUDWHJLF�3ODQQLQJ�6\VWHP

�-636��GRFXPHQWV�

��� *OREDO�6WDWXV�2I�5HVRXUFHV�DQG�7UDLQLQJ�6\VWHP��*62576�� � � LV� DQ

RXWSXW� DSSOLFDWLRQ� SURYLGLQJ� VWDWXV� DQG� ORFDWLRQ� RI� XQLW� GDWD�� IURP� WKH�

6WDWXV� 2I� 5HVRXUFHV� DQG� 7UDLQLQJ� 6\VWHP� �62576�� GDWDEDVH�� � 8QLW

ORFDWLRQ�FDQ�EH�SORWWHG�RQWR�'0$�GLJLWDO�PDS�SURGXFWV��

*62576�FXUUHQWO\�XVHV�DOO�GHILQHG�-RLQW�GDWD�HOHPHQWV�DQG�ZLOO�HYHQWXDOO\

FRQWDLQ� DOO� 6HUYLFH� XQLTXH� HOHPHQWV�� �*62576� DOORZV� GDWD� UHWULHYDO� E\

FDWHJRU\�RI�XQLW��W\SH�RI�XQLW��VSHFLILF�XQLW�DQG�E\�23/$1��

���� $G�+RF�4XHU\� �$+4�� � � LV� SDUW� RI� � 6	0�� �$+4�DOORZV�23/$1�HQG

XVHUV� WR� TXHU\� 6	0� RQ� VFKHGXOLQJ� DQG� PRYHPHQW� UHTXLUHPHQWV� IRU� D

JLYHQ�23/$1���$�WRRONLW�DOORZV�XVHUV�WR�EXLOG�TXHULHV�DQG�UHSRUWV�� WKXV

PLQLPL]LQJ�QHHG�IRU�VSHFLDOL]HG�NQRZOHGJH�RI�WKH�GDWDEDVH�

���� ,QIRUPDWLRQ�5HVRXUFH�0DQDJHPHQW� �,50�� � � LV� D� JHQHUDOL]HG� -23(6

FRUH� GDWDEDVH� PDQDJHPHQW� VXEV\VWHP�� ,50� SURYLGHV� WKH� FDSDELOLW\� WR
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ORDG�� PRGLI\�� PDQLSXODWH�� DQG� GHOHWH� 23/$1� GDWD�� � 23/$1� DFFHVV�

SULYLOHJHV�DQG�DXGLWLQJ�DUH�PDQDJHG�WKURXJK�,50���,50�LV�DOVR�UHIHUUHG

WR�DV�6\VWHP�6HUYLFHV��6<6�69&��

0LVVLRQ�6XSSRUW�$SSOLFDWLRQV�� �*&&6��9HUVLRQ�����FXUUHQWO\�SURYLGHV� WKUHH

PLVVLRQ� VXSSRUW� DSSOLFDWLRQV�� OLVWHG� EHORZ�� � $V� WKH� 'R'=V� PLVVLRQ

VXSSRUW� DSSOLFDWLRQV� DUH� LQWHJUDWHG� LQWR� WKH� ',,�� WKH\� ZLOO� EHFRPH

DYDLODEOH�WR�*&&6�XVHUV��DV�DSSURSULDWH�

D� $LUILHOGV��SURYLGHV�*&&6�XVHUV�ZLWK�FRPSUHKHQVLYH�LQIRUPDWLRQ�RQ�RYHU�������

IUHH� ZRUOG� DLUILHOGV�� � 7KLV� LQIRUPDWLRQ� LV� VXSSOLHG� E\� WKH� 'HIHQVH� 0DSSLQJ

$JHQF\�$HURVSDFH�&HQWHU��'0$$&�����5HSRUWV�SURYLGH�RQH�OLQH�VXPPDULHV�IRU

HDFK�OLVWHG�DLUILHOG���7KH�GDWDEDVH�LV�XSGDWHG�PRQWKO\�

E� )XHO�5HVRXUFH�$QDO\VLV� 6\VWHP� �)5$6�� � � SURYLGHV� SODQQHUV� ZLWK� DQ

DXWRPDWHG� FDSDELOLW\� IRU� GHWHUPLQLQJ� VXSSRUWDELOLW\� RI� D� GHOLEHUDWH� RU

FULVLV�DFWLRQ�SODQ���)5$6�DOVR�JHQHUDWHV�WKH�WLPH�SKDVHG�EXON�SHWUROHXP

UHTXLUHPHQWV�WR�VXSSRUW�DQ�2325'���)5$6�IDFLOLWDWHV�WKH�UHYLHZ�RI�IXHO

UHTXLUHPHQWV� IRU� DQ� 23/$1� DQG� DVVHVVPHQW� RI� DGHTXDF\� RI� DYDLODEOH

UHVRXUFHV�� � 5HTXLUHPHQWV� FDQ� EH� JHQHUDWHG� DQG� DQDO\]HG� E\� RYHUDOO

23/$1�� UHJLRQV�ZLWKLQ� WKH�23/$1��6HUYLFH� DQG�ZLWKLQ� D� 6HUYLFH� E\

UHJLRQ�� � ,QWHQVLW\� WDEOHV� DQG� FRQVXPSWLRQ� GDWD� FDQ� EH� XVHG� LQ

UHTXLUHPHQWV�JHQHUDWLRQ�

F� (YDFXDWLRQ�)LOH�0DLQWHQDQFH�DQG�5HWULHYDO�6\VWHP��(9$&����LV�D�-6

DQG�6WDWH�'HSDUWPHQW�DXWRPDWHG�FRPSXWHU�GDWDEDVH�DQG�UHWULHYDO�V\VWHP

XVHG� WR� LGHQWLI\� WKH� QXPEHU� RI� SRWHQWLDO� HYDFXHHV� ORFDWHG� DW� HDFK

UHSRUWLQJ� IRUHLJQ� VHUYLFH� SRVW� ZRUOGZLGH�� � 5HWULHYDO� LV� DOORZHG� E\

FRXQWU\� DQG� GLVWULFWV� ZLWKLQ� D� FRXQWU\�� � ,QIRUPDWLRQ� LV� UHFHLYHG� IURP

A)����UHSRUWV�IURP�WKH�$0+6�

&RPPRQ� 2SHUDWLQJ� (QYLURQPHQW� �&2(�� 6XSSRUW� $SSOLFDWLRQV�� � &2(

6XSSRUW� $SSOLFDWLRQV� SURYLGH� IRXU� XVHU� VHUYLFHV�� OLVWHG� EHORZ�� � 7KH

SULPDU\� REMHFWLYH� LV� WR� IXUQLVK�� JHQHULF�� &276� EDVHG� LQIRUPDWLRQ

WUDQVIHU�VHUYLFHV�WR�WKH�*&&6�XVHU�FRPPXQLW\�DQG�WKHLU�DSSOLFDWLRQV�

D� 2IILFH� $XWRPDWLRQ� � � LV� VXSSRUWHG� E\� D� VXLWH� RI� $SSOL[ZDUH� &276

SURGXFWV�� LQFOXGLQJ�$SSOL[�:RUGV�� $SSOL[� 6SUHDGVKHHWV�� $SSOL[�0DLO�

$SSOL[� 3RZHU� %ULHI� DQG�$SSOL[�2YDWLRQ�� � 7KH� ODWWHU� LV� D� SUHVHQWDWLRQ

DSSOLFDWLRQ�WKDW�FRPPXQLFDWHV�ZLWK�'26�EDVHG�V\VWHPV�

E� 7HOHFRQIHUHQFLQJ��7/&)����7ZR�DSSOLFDWLRQV�SURYLGH�*&&6�XVHUV�ZLWK

WHOHFRQIHUHQFLQJ�IXQFWLRQV���$�WKLUG�DSSOLFDWLRQ�SURYLGHV�D�:RUOG�:LGH

:HE�LQIRUPDWLRQ�VHDUFK�DQG�UHWULHYDO�FDSDELOLW\�
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��� ,QWHUQHW� 5HOD\� &KDW� �,5&�� LV� D� FKDWWHU� VW\OH� DSSOLFDWLRQ� WKDW

DOORZV�PXOWLSOH�XVHUV�WR�SDUWLFLSDWH�LQ�FRQIHUHQFHV���6HYHUDO�W\SHV

RI�FKDQQHOV��ZLWK�YDU\LQJ�GHJUHHV�RI�SULYDF\��FDQ�EH�HVWDEOLVKHG�

��� ,QWHUQHW� 1HZV� � SURYLGHV� DFFHVV� WR� D� EXOOHWLQ� ERDUG� VW\OH

EURDGFDVW� VHUYLFH�� � $UWLFOHV� SRVWHG� WR� WKH� EXOOHWLQ� ERDUG� DUH

DUUDQJHG� E\� QHZVJURXSV�� � 9DULRXV� IXQFWLRQV� DUH� VXSSRUWHG�

LQFOXGLQJ�WKH�DELOLW\�WR�WUDFH�D�VXEMHFW�WKURXJK�D�VHULHV�RI�DUWLFOHV

ZLWKLQ�D�QHZVJURXS�DQG�VHQG�FRUUHVSRQGHQFH�WR�DUWLFOH�DXWKRUV�

��� :RUOG�:LGH�:HE��:::���EURZVHU�VHUYLFH�LV�SURYLGHG�WKURXJK

1HWVFDSH�� � 7KH� *&&6� XVHU� PD\� UHWULHYH� LQIRUPDWLRQ� WKURXJK

TXHULHV�RU�OLQNV�WR�RWKHU�GRFXPHQWV�RU�ZHEVLWHV�

F� 7(/1(7���SURYLGHV�WKH�*&&6�XVHU�ZLWK�WKH�DELOLW\�WR�ORJ�LQ�DQG�XVH�WKH

DSSOLFDWLRQ� UHVRXUFHV� RI� DQ\� VHUYHU� DFURVV� WKH� QHWZRUN�� � 7KH� SULQFLSDO

IXQFWLRQ�RI�7(/1(7�LV�WR�LQLWLDWH�WH[W�EDVHG�RU�;�:LQGRZV�DSSOLFDWLRQV�

ZKLFK��EHFDXVH�RI�DSSOLFDWLRQ�GHVLJQ�RU�VHFXULW\��PXVW�EH�H[HFXWHG�IURP

D�VSHFLILF�VHUYHU�LQVWHDG�RI�IURP�WKH�XVHU=V�ORFDO�KDUGZDUH�

G� )LOH�7UDQVIHU�3URWRFRO��)73����LV�XVHG�WR�GLUHFWO\�FRQWURO�WKH�WUDQVIHU�RI

ILOHV� WR� DQG� IURP� D� GLVWDQW� VHUYHU�� � )73� LV� HVSHFLDOO\� XVHIXO� LQ

WUDQVIHUULQJ� ODUJH� ILOHV� DQG� LV� UHFRPPHQGHG� ZKHQ� H�PDLO� DWWDFKPHQWV

H[FHHG����.�E\WHV�

1.5  Critical Technical Parameters

The GCCS contains several software components which support a broad user base.  The GCCS
critical technical parameters were derived from the GCCS MNS, CONOPS, and related system
documentation and are provided in Table I-1.  Specific performance requirements for the
components of GCCS will be application specific.  These parameters will be refined as specific
site usage and requirements are available.
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Table I-1.  GCCS Critical Technical Parameters

Critical Technical
Parameter

Technical Objective/
Threshold

Total
Events

Location Schedule Decision Supported

Interoperability
Certification

Must obtain interoperability certification. Must
verify compliance with the certified GCCS IT

standards profile which must contain applicable
standards in the DoD TAFIM

GCCS version
2.2

MDT at Executive Agent

 Multi-node Test

 User Assessment

OT

See Fig 2-1 GCCS V3.0

Fielding

Site MTBOMF 82 hours* As Above User pre-assessment
User assessment

OT

See Fig 2-1
GCCS V3.0

Fielding
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PART II  

 INTEGRATED TEST PROGRAM SUMMARY

2.1  Integrated Test Program Schedule. 

This section identifies overall responsibilities for managing, conducting and coordinating GCCS
test activities.  Figure 2.1 identifies the key events and activities to support the testing, evaluation,
and fielding of GCCS Version 3.0. The GCCS Program Management Plan describes a time-staged
implementation approach for overall GCCS program management and implementation.  The
GCCS test and evaluation strategy is designed to leverage the development efforts of a large
number of programs. Each program may have several development organizations.  GCCS
includes the integration of CINC and Service-unique feeder applications which must be integrated
before GCCS user exercises can be run.  In addition, new applications will be integrated as they
become available.  GCCS will employ an incremental integration, test  and fielding approach. 
Target application requirements identified by the functional proponent will be segmented, tested,
and fielded.  The T&E strategy will  utilize developmental and operational test and evaluation
methods described in sections three and four respectively. MDT&E will be performed by the
designated development agencies  (DDA), the DISA integration test team, and the independent
developmental testers and users.   See Figure 2.1.

GCCS Version 3.0 Test Strategy
DT Stage 1
- Contractor facilities
- User involvement
- DT Report by
   developer
- JITC involvement

DT Stage 3

    - Beta Test by JITC
- Acceptance

OT Stage 1
- Mission Sup-
  port Test

OT Stage 2
- Training, docu-
   mentation and
   user support
   test

OT Stage 3
- End-to-end test
  -- NMCC
  -- OSF
  -- CENTCOM

-- JITC

  -- Others

No software upgrades

DT Stage 2
- Acceptance and
  Segment testing
  at OSF
- Compliance, Functional &
Configuration/Integration
Test

OTRR

SOR

DTRR

Figure II-1 GCCS Program Schedule
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a.  Developmental Test & Evaluation.  A Modified Developmental Test approach will be
used for GCCS Version 3.0 that includes the stages described below: 

DT Stage 1 will be conducted at the developer’s facilities. The GCCS users will assist the
contractor in evaluating the functionality with demonstrations and testing before delivery.   JITC
will provide oversight and will provide reports during this testing to the GCCS Program Office.
The developer will provide a DT Report prior to delivery of the components to the Operational
Support Facility in the formal segment delivery process.

DT Stage 2 will be conducted at the Operational Support Facility. This Stage will include
compliance, functional and configuration/integration testing of the initial component deliveries. 
System builds and installation instructions will be validated.  Software problem reports (GSPR)
fixes will also be validated in Stage 2.

DT Stage 3 will be led by the JITC and consist of a beta test with user involvement and
acceptance as part of OT Readiness Review. 

b.  Operational Test & Evaluation.  OT&E will be performed by the JITC in conjunction
with the Service test agencies (AFOTEC, OPTEC/OEC, OPTEVFOR, MCOTEA). Operational
assessments of  the earlier versions of GCCS were conducted by the  user community under the
auspices of the Joint Staff (J3).  Additional assessments of CINC and Service unique applications
integrated into GCCS 3.0 will be performed by the providing CINC or Service, and supplemented
by independent operational tests.  An OTRR will be convened to determine the suitability of the
system to enter operational testing. The OTRR will establish the 3.0 baseline. Once OT has
commenced, no major software changes will be permitted without returning to DT.  The stages of
the OT are described below: 

OT Stage 1, Mission Support Test.  JITC will conduct the Mission Support Test at multiple
operational sites.  Test sites for Stage 1 will be a subset of the sites for Stage 3.  The objective is
to determine if mission support personnel (for example, system administrators, database
administrators, network administrators, security personnel) can install and configure the system,
establish user permissions, establish network connectivity, establish security controls, and
otherwise prepare the system for effective operation. The GCCS user community will provide
subject matter experts (SMEs) to support assessment of Mission Support task success.

OT Stage 2, Assessment of training, documentation and user support.  This stage will not include
test activities.  JITC will review the training program, system documentation, and procedures for
user support.  JITC may support the assessment by administering questionnaires to selected user
personnel.  The objective is to determine if the training is adequate to prepare the users to
perform their missions, if the documentation is adequate for use by operational personnel, and if
the user support structure (for example, help desk) is adequate for operational use. 

OT Stage 3, Simulated Crisis Situation.  JITC will conduct this test at multiple operational sites
(and, possibly, one or more lab sites).  Functionally, the sites will represent a supported CINC,
one or more supporting CINCs (including TRANSCOM), the NMCC, a JTF headquarters
(austere environment), and an afloat  headquarters.  Actual sites may include EUCOM,
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CENTCOM, PACOM, TRANSCOM, NMCC, ACOM, CENTCOM, SOCOM, JITC lab, OSF.  
Actual users will operate the system at all sites (including any lab sites).  The GCCS user
community will provide subject matter experts (SMEs) to support assessment of Mission Task
success.

2.1.1  Critical System Milestones.

The following aspects of the GCCS may present special test and evaluation requirements: 

a. Database Synchronization.  Maintaining synchronization of the JOPES core database
content across database sites in a operational environment will be evaluated. 

            b.  Essential applications.  Several new or enhanced functionalities are planned for GCCS
Version 3.0.  They include but are not limited to the following:

1)   JPET.  Deliberate/crisis planning tools
2)   MIG
3)   METOC
4)   JFRG
5)  C2PC
6)  DII COE V3.1

These applications will be included as software segments, ready for use without requiring patches.
 Software should  not contain Category I or II discrepancies in critical errors, as defined in the
Evolutionary Phased Implementation Plan (EPIP), unless approved by flag level at the Joint Staff.
 The most current GCCS 3.0 build list of segments is provided in Appendix D.

c.  Robust GCCS network should exist with the following:

1) All SOR hardware installed/operational
2) SIPRNET certified SECRET NOFORN
3) SIPRNET connectivity among SOR sites achieved
4) Network management policy in place
5) Functional network plan in place (includes remote backup database locations
and local database recovery procedures
6) CINC/Service specific hardware/software tested and in place
7) Successful multi-node database synchronization checked
8) AMHS functions available

d.  Sufficient written procedures and documentation available to the user including-

1) Application user manuals
2) Training manuals (for system, security, database, and network administrators)
3) Integrated Logistics Support Plan (ILSP)
4) Administrative Documents (EPIP, Operational Test Plan, and CONOPS)
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2.2  Management. 
Management responsibilities for the GCCS program are as follows:

a.  DOT&E.  Responsible for the final approval of coordinated TEMP and OTP.  Also
responsible for the oversight of test planning and conduct  and independent evaluation and
reporting of GCCS performance.

b.  DTSE&E.  Reviews development test results to analyze residual risks and satisfaction
of entrance criteria.

c.  Joint Staff.  Responsible for the following activities:

(1)  The specification and approval of operational requirements.

(2) Conducting a threat assessment for GCCS.

(3)  Approving exit criteria at each stage of DT.

(4)  Providing user and/or SME support as necessary.

(5) Validating any modifications or interpretations of the user requirements.  This
may require approving changes to the operational requirements.

(6)  Final approval authority for the operational use of GCCS Ver 3.0.

(7)  Providing test scenarios as needed.

(8)  Represent the CINCs for the TEMP and OTP.

(9)  Establish Concept of Operations (CONOPS).

d. The GCCS Program Management Office (PMO) has responsibilities for the following
activities:

(1)  Ensuring testers and users have access to developer facilities, products and
data.

(2)  Ensuring DT and OT efforts are adequately resourced (in a timely manner).

(3)  Interfacing with the Joint Staff and Service users to ensure all valid
requirements are considered.

(4)  Resolving conflicts between user and developer, if any.  This specifically
addresses contract deliverables and meeting user requirements.

(5) Completing and coordinating the TEMP.
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e.  DISA/JIEO/OSF.  Responsible for the following activities:

(1) Complete the  description of the transition strategy options for fielding and
backing up the GCCS both before and after GCCS v3.0 SOR.  DISA will provide
version description  documents, system administration procedures and a cutover
plan for the database and  long haul communications.

(2) Provide baseline and developmentally tested software and related support to
GCCS fielding sites. 

(3) Complete the development test of the DII Common Operating Environment
(COE).

                       
(4)  Ensure the capability to restore GCCS Ver 2.2 to full operation.

(5) Validating installation procedures as defined in the engineering strategy.

(6)  Validating COE compliance and providing results to developer.

(7) Testing baseline software and providing emerging results.

(8) Using applicable metrics to evaluate the status of the system.

(9) Providing overall system status reports in coordination with the JITC.

(10) Participating in Stage 3 as a supporting test node.

(11) Retesting  GSPRs and providing results.

f.  Services.  Responsible for the following activities:

(1) The specification and approval of the operational requirements and operational
procedures for Service unique elements of GCCS

(2) Conduct operational test and evaluation for GCCS Service Interfaces and
Service unique mission critical capabilities in support of the OTP and appended
Service test plans.  Operational test support includes writing test plans, test
execution, evaluating test results and providing the evaluation of operational
effectiveness and suitability to JITC for consolidation into the overall GCCS
evaluation.  This will allow JITC to monitor Service unique testing prior to System
of Record (SOR).

                       
(3) Provide GCCS Ver 3.0 cut-over recommendations to JCS/J3.

g. JITC.  Responsible for the following activities:
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(1) Establishing an Independent DT team.

(2) Identifying and verifying testable GCCS 3.0 requirements.

(3) Recommending applicable software metrics for GCCS 3.0.

(4) Coordinating input to test documentation for DT stages 1 and 2.

(5) Producing test documentation for DT stage 3.

(6) Coordinating with Joint Staff, GCCS user working groups, and Service
communities to ensure user interest.

(7) Recommending areas for SME assessments/involvement.

(8) Reviewing applicable system documentation.

(9) Providing emerging results reports as applicable and providing a system status
report at the end of each stage of testing.

(10) Developing the test scenario for DT Stage 3.

(11) Providing anomaly reports.

(12) Providing requirements assessment.

(13) Providing MDT&E report with recommendations.

(14) Interfacing and coordinating with DISA security personnel for GCCS security
issues.

(15)  Drafting appropriate exit criteria. 

(16)  Coordinating with the PMO to produce Part III of the TEMP. 

(17)  Providing input to Parts II and IV of the TEMP.

(18)  Independent operational testing.

(19) Interoperability testing and certification, to include Y2K testing.

(20) Coordination with Service test communities to leverage test planning,
conduct, and evaluation of Service-unique critical mission tasks.

(21) Coordinate user involvement at the contractor facilities for the purpose of



GCCS 3.0 Test and Evaluation Master Plan

II-7

operational assessment.

(22)  Site installation evaluation.

(23) Consolidating the reporting of entrance criteria requirements.

(24) Writing the Operational Test Plan (OPT) and serving as the single operational
test integration point of contact.

(25) Test training and coordination.

(26) Control over the GCCS configuration during the operational stage of testing,
and control over access by contractors that might alter the configuration.

(27) Ensure that all mission critical tasks are performed and evaluated, or that the
consequences of not performing any critical mission are assessed by the affected
users as an acceptable risk and test limitation.

(28) Consolidate evaluation reports from appropriate sources; conduct, analyze,
and evaluate the joint portion of GCCS operational testing; and reporting  test
results directly and simultaneously to the Joint Staff, Director of DISA, and
DOT&E with information to the Services.

h.  CINCs, Services and Subject Matter Experts (SMEs).  Responsible for the following
activities:

(1) Providing experienced and knowledgeable user representatives as the
designated SME - the primary interface for specific GCCS components/
applications.

(2) Monitoring Newsgroups that are announcing problem report fixes.

(3) Responding to scheduled opportunities to visit developers and to participate in
user demonstrations of their designated GCCS components/applications.

(4) Providing input to the DT and OT teams to help develop appropriate software
metrics for their specific GCCS component/application.

(5) Reviewing plans for and participating in the integration, configuration, and 
systems tests conducted at the OSF.

(6) Reviewing plans for and participating in the network and systems tests 
conducted at designated Beta test sites, the JITC, or the JDEF.

2.3 Procedures
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a.  Adjudication.  Problems identified by exception during testing will be adjudicated by
on-site teams consisting of users and administration personnel as selected by the sites.  The
adjudication process compensates for a lack of required performance standards and allows users
to determine criticality of incidents.  During designated test periods, the adjudication process will
determine scoring of test incidents prior to forwarding the test incidents to the JITC for collection
and analysis.  Certain categories of problems will require the submission of both the test incident
form as well as a GCCS System Problem Report (GSPR) through established channels to the
Program Manager.  In these cases, the test incidents form will include a cross-reference to the
GSPR submission.

b.  Test Independence. The test team members must be independent from the system
developers and integrators. Test results need to be consolidated and reported through independent
channels rather than user or developer channels.  Users in the test must be able to express
themselves freely.
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PART III  

MODIFIED DEVELOPMENTAL TEST AND EVALUATION

3.1  Modified Developmental Test and Evaluation  (MDT&E) Overview

The MDT&E effort for  GCCS will verify the status of engineering development progress within
each segment, verify that design risks have been minimized, substantiate achievement of technical
performance requirements, measure the effectiveness of the functional requirements and certify
readiness for operational test (OT) through use of SW Metrics and DT results and analysis.

a.  DT&E Test Philosophy.  GCCS will use a modified MDT&E  test philosophy that
incorporates the following concepts:

(1)  Stronger user involvement.  Early involvement from the user community is the
key to a successful DT approach.  Working closely between the developers and
user community  in developing GCCS capabilities helps ensure user requirements
are met and capabilities can be evaluated in a user-oriented environment.

(2)  Extensive use of existing software.  GCCS will integrate a wide assortment of
software systems that interface in a standard way with the DII COE.  The
applications to be integrated include existing command and control systems, and
systems created and used by the Services.  One of the goals of GCCS is to fully
integrate selected Service applications that use the DII COE, to avoid large and
lengthy development efforts.

(3)  Use of event driven scenarios based on requirements as a means of evaluating
the effectiveness of GCCS products and application software in a user-oriented
environment.

(4)  Use of exercise-like scenarios during end-to-end testing to evaluate the
effectiveness of the multi-node environment and benchmark the thresholds of the
system.  New versions will be at least as capable in performance as the version
replaced.

(5)  Customizing the test and evaluation process according to segment type and
the magnitude of the risk involved with inserting the segment into the operational
GCCS system.  Because the GCCS is made up of applications developed by each
of the Service components, as well as COTS software, the testing completed by
the development activity will be factored into the independent MDT&E activities.
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(6)  Use standard SW Metrics throughout the development effort to measure the
growth and stability of the GCCS system.  These metrics will provide a portion of
the entrance criteria into the OT&E effort as well as provide a “snap shot” of the
current status of the GCCS system.

(7)  Ensure that the OT&E interests are considered during MDT&E events to
include the participation of the OT&E community at DT planning events, DT
events and DT analysis and reporting efforts.

(8)  Use of development test data by the operational test community as preliminary
operational data for input into their assessments supporting GCCS Version 3.0
determination of operational effectiveness and suitability and minimizing the need
for collecting data multiple times.

b.  DISA Developmental Test and Evaluation Methodology.  The objectives of DISA
developmental test and evaluation for GCCS are to reduce the risk of adverse impacts when
inserting new segments and technology into the operational system, and determine the
effectiveness and supportability of the component in a user-oriented environment.   DISA will
oversee and conduct DT for the GCCS Version 3.0 development and integration effort prior to
Operational Test and Evaluation (OT&E) efforts.  The MDT&E methodology incorporating the
MDT&E philosophy into a three staged DT approach is depicted in Figure III-1 below and
detailed in subsequent paragraphs within this section.  The following paragraphs describe the
MDT&E methodology for GCCS version 3.0.  Table III-1 list the exit criteria for each of the
three DT stages and Table III-2 list the products for each stage of DT.

GCCS 3.0 Developmental Test & Evaluation Methodology

Stage 1
Unit & SegmentTesting
(Designated Development Agency)

Stage 2
COMPLIANCE, FUNCTIONAL &

CONFIGURATION/INTEGRATION DEFINITION TESTING
(OSF)

Stage 3
BETA 

TESTING & ACCEPTANCE
(JITC/JDEF/OSF/Opnl Site)

•Unit, component and configuration testing
•Validate the segment
• Install and test segment
• Perform system test
• Test segment API’s
• Prepare segment documentation
• Compress and encrypt the segment
• Submit the segment with all documentation

•Audit Product package and documentation
• Functional testing
• Integrattion testing in DII environment
• Validate segment & integration standards
• Configuration definition testing
• Prepare segment release media and instructions
• Release application for segment testing
• Prepare version release media and instructions
•Prepare version documentation

Tester Products:
(One Time)
•Validated Requirements
•Metric Standards
(For Each Segment)
•Detailed Test Plan
•User Validation Report
•System Status Report

Tester Products:
•Seg & Compl Validation Rpt
•GSPR Retest Validation Rept
•COE Compliance Validation
  Report
•Functional Test Report
•Configuration Test Report
•Validate Installation Procedures
•Performance Metrics
•SOP for Exercising Segments
•System Status Report

Beta Test
by

JITC
Acceptance

Tester Products:
•Format Test Scenario
•Requirements Test Matrix
•Performance Metrics
•Anomoly Report
•Quick Look Report
•Formal DT&E Report
•System Status Report

 Figure. III-1.  GCCS 3.0 Developmental Test & Evaluation Methodology
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(1)  Application and Segment Testing.  Stage 1 encompasses Unit and Segment
Testing conducted at the developer’s facilities.  The segments or units will be
developed and documented in accordance with MIL-STD-498, the segments shall
be validated with their appropriate platform COE and user participation for
applicable segments will be required.  JITC will provide oversight and guidance to
the developer to ensure exit criteria, shown in Table III-1 from Stage 1 has been
met and SW Metrics are captured to effectively measure Stage 1 events.

Table III-1.  MDT&E Exit Criteria

Stage 1 Stage 2 Stage 3
Application & Segment

Testing
Compliance and Integration

Testing
MDT System Testing

Application functionality
verified at developer facility

Application functionality
verified at Government facility

Application/System
functionality verified at lab
and operational sites

 Priority GSPRs fixed,
adequate workaround
documented, or program
decision on GSPR is made. 

Scheduled GSPR fixes are
validated in lab;  OSF
integration and unit testing
performed

Scheduled GSPR fixes
validated by user

Segments are Validated
for Compliance DII COE in
lab

Installation instructions are
verified by user

Installation Instructions are
verified in lab

Interfaces Validated by user

a.  The Designated Development Agency (DDA) for all segments and
major configuration items will complete a Formal Qualification Testing
(FQT) process in accordance with MIL-STD 498 during unit and segment
testing.  A Software Test Plan (STP) will document the developer’s plans
for conducting FQT.  The developer will define a preliminary set of
engineering requirements for each computer software configuration item
(CSCI).  As part of FQT, the developer will define a preliminary set of
qualification requirements for each CSCI.  These requirements, to be
documented in the preliminary Software Requirements Specification (SRS)
for each CSCI, are to be consistent with the qualification requirements
defined in the system specification.  The developer will identify and
describe the test cases for each FQT in the software test description (STD)
for each CSCI.
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b.  FQT will consist of unit, component and configuration item testing. 
Unit testing ensures the component algorithms and logic employed by each
unit are correct and that the unit satisfies its specified requirement. 
Component testing ensures that the component algorithms and logic are
correct, that they satisfy the specified requirements and that the subordinate
components and units are integrated properly.  Configuration items testing
ensures that the entire program operates according to design specifications.

c.  Throughout the Stage 1 process the development proponent/users will
be involved as both observers and commentators on the test results.  The
schedule and location for development proponent/user participation will be
dependent on specific segment and application development.

d.  The DDA will then deliver the software to the government upon
satisfactory completion of FQT in accordance with MIL-STD 498, and per
guidance contained in the Defense Information Infrastructure (DII)
Common Operating Environment (COE) Integration and Runtime
Specification (I&RTS), Version 3.0, Specification/Draft, dated 1 January,
1997.  Satisfactory completion of this testing is a prerequisite for the
subsequent testing stages.

(2) Compliance,  Functional, and Configuration Definition/Integration
Testing.  Stage 2 includes Compliance, Functional and Configuration Definition
Integration Testing.  All GSPR’s are re-tested and validated as corrected or
returned.  All segments are verified as complete and integrated into the GCCS
version.  Installation instructions and system documentation is developed and
verified.  Users will participate in or witness testing of selected GCCS V3.0
capabilities in this stage.  JITC will provide oversight and guidance to JIEO to
ensure that the exit criteria for Stage 2 has been met and software metrics are
captured to effectively measure Stage 2 events.

a.  Compliance Testing.  Segments will be delivered to the GCCS program
in accordance with the GCCS  Configuration Management (CM) Delivery
Letter.  All segments will have been functionally proven/accepted by
development proponent prior to delivery to the GCCS program.  All
segments to include selected COTS and GOTS software components
proposed for integration into the core system will be compliance tested in
accordance with the DII I&RTS (low level integration with COE &
associated segment) to ensure that they have been integrated with the COE
and that they work with associated segments in the COE and do not
damage the environment.  A compliance checklist extracted from the
I&RTS is utilized to validate each segment.   
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b.  Individual Segment Functional Testing.  Random sampling of the
individual segment functionality using developer provided test plans will be
tested.  In the absence of test plans, individual segment test checklists and
procedures will be developed.   The functional testing also includes
validation of the system build/upgrade procedures (Solaris, HP, and NT),
validation of segment installation instructions (Solaris, HP, and NT), 
validation of problem reports/fixes, and backward compatibility between
versions.

c.  Configuration Definition/Integration Testing.  Configuration Definition
testing involves integrating CSCIs with interfacing hardware configuration
items (HWCI) and CSCIs, evaluating the resulting groupings to determine
whether they  work together as intended, and continuing this process until
all CSCIs and HWCIs in the system are integrated and evaluated.  It is
designed to verify the proper integration of the configuration items with
each other, and with the system environment.  This process  is designed to
test the critical functionality of a critical mass of applications after
integration with a GCCS version.  This testing includes validating
interfaces with Service and CINC applications migrating to or coexisting
with GCCS.  The testing will be performed in a lab environment at the
OSF.  Multiple GCCS nodes (a nodes includes a database server,
application servers, and client workstations) will be utilized during this
stage to validate database synchronization and system interfaces across a
simulated wide area network.     

(3) MDT/System Testing. Stage III consists of conducting application and system
testing, at selected MDT sites, to verify integration and functionality, lead to a recommendation
on acceptance, and prepare for an Operational Test Readiness Review (OTRR) with full user
involvement.  Users will evaluate if the functional and technical user requirements are met. 
Interfaces with feeder systems, when made available, will be evaluated.  Priority 1 & 2 GSPR
fixes, that were not validated in previous stages, will be validated.  Some GCCS application
functions will be selected for inclusion into the Performance Characterization effort.   The
Performance Characterization effort will test, track, and record application response times during
testing.  Performance Characterization data can be later used by operational sites as a rough
yardstick for planning and comparison purposes of their GCCS suites.  JITC, working with user
Subject Matter Experts (SMEs), will ensure that the exit criteria for Stage III have been met and
that the results provide enough data to facilitate an OTRR decision.

a.  During this stage, JITC will work with users and verify the installation
procedures and software load programs for each available platform type. 
The MDT sites will use the procedures in the GCCS Version 3.0 release
notes to produce the system.  The MDT sites are JITC lab at Huachuca,
JITC lab at JDEF, and some operational sites that are to be determined. 
The certified/accredited security features and procedures will be in place.
Representative System Administrator, Network Manager, Security
Manager, and Database Managers will validate their procedures.  The
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IDTA will document any abnormalities.  DISA will either fix the problem
or revise the installation procedures to document the error/workaround. 
The testing will validate that the mission specific software performs as
designed under realistic operational constraints.  The test will exercise the
system in a multinode environment.  This will serve to validate the Wide
Area Network (WAN) configuration.  Using the provided user level
documentation, the users will, with the aid of the JITC test team, evaluate
the systems capabilities as defined in the requirements document at the test
locations, exchanging representative data. 

b.  Service feeder systems and site unique systems, whenever available at the
MDT sites, will be included in this stage’s testing.  Their interoperability with
GCCS will be evaluated.  OT&E team members will be involved at this stage
as independent observers for data collection purposes in preparation for
subsequent OT activities.  Service feeder systems not available during this
stage, can be evaluated for interoperability with GCCS during the OT&E.

 
c.  Results.  Shortly after completion of this stage, a “Quick Look” report will be

generated to summarize the results.  The formal MDT Stage III report
detailing all the results will be published within a few weeks of this stage’s
completion.  Both reports will include the results of the performance
characterization of selected GCCS functionalities.  Both reports will be
provided to the developer, user, and operational tester as support
documentation at the OTRR.
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Table III-2.  MDT PRODUCTS

STAGE 1 STAGE 2 STAGE 3

IDTA OTHER
AGENCY

IDTA OTHER
AGENCY

IDTA OTHER
AGENCY

Requirements
Baseline

Delivery Letter Segment & Compliance
Validation Report

SW Version
Description

Formal Test Scenario
(including test events

Final
Accreditation

Metric Standards List COTS License GSPR Validation
Report (Re-Test)

IATO or Final

Detailed Test Plan* Version Description
Document

COE Compliance
Validation Report

STE Performance
Characterization

Software Test
Plan*

System Requirements
Specification

Functional Test Report Interface
Design
Document

Anomaly Report

Software Test
Description

Database Design
Document

Configuration Test
Report

Quick Look Report

User Validation
Report

Installation Procedures Installation
Procedures*

  -  Emerging Results

System Status
Report

Software Test Plan Performance Metrics* Formal MDT&E Report

Software Test
Description

SOP for Exercising
Segments

System Status Report

Operators Manual System Status Report
System Administrators
Manual
System Users Manual
Segment Description
(Output)
Segment Abstract
Release Restriction
Instructions
Segment or Patch List
Performance Metrics
Security Plan
Collected Metrics
Interface Design
Document for Various
Interfaces

* Input/comments
only.  Note:  Some
reports may be
combined

c.  Test Facilities.  Test facilities being used to test the GCCS include the JITC test bed at
Fort Huachuca, AZ; the Joint Demonstration and Evaluation Facility (JDEF) in Arlington, VA;
the Operational Support Facility (OSF) in Sterling, VA; and operational sites TBD.  Each of these
facilities will include GCCS operating platforms, software, and communications equipment
necessary to operate as an operational GCCS site and will have remote access to the various
CINC and Component GCCS sites worldwide. Thus, each facility will be able to support test case
development, system performance analysis, joint exercises, GCCS user workshops, and other
system demonstrations.  These facilities provide an excellent capability to balance testing done in
laboratory and operational environments.
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3.2  Developmental Test And Evaluation to Date 

GCCS Versions 1.1,  2.0, 2.1, and 2.2 have been installed along with the GCCS hardware
environment consisting of open system servers, workstations, and COTS capabilities. 

a.  Version 1.1 included the initial release of the Common Operating Environment (COE)
upon which future development efforts were based. 

b.  Version 2.0 included additional Service software applications and COTS integrated
with the COE including UB, APPLIX,  JMCIS, CHATTER, GSORTS, LOGSAFE, FAPES,
JFAST, UCCS, DART, IMS/RFM, S&M, and JDISS.  The segments were tested following the
methodology described in the previous paragraphs.  Unit, component, and configuration item tests
were done by the developing agency.  Compliance, functional, installation and configuration
definition tests were done by JIEO.  

c.  Version 2.1 included several new and updated segments to include the following:
AIRFIELDS, AMHS, APPLIX, CCAPPS, Executive Manager, FRAS, FTP, COE, GSORTS,
GTN,  IMS_RFM, RDA, JMCIS, MEPES, JEPES,  JOPES Core Database, Scheduling and
Movement (S&M),  RFA, EVAC,  JOPES AHQ and TARGET.  The complete list of segments
included in GCCS 2.1 is documented in the GCCS 2.1 Version Description Document.  A GCCS
2.1 multi-node SIPRNET test among the DISA/OSF, JITC and JDEF was completed in
September, 1995 as was GCCS 2.1 JOPES developmental testing.  The results of the functional
testing of GCCS 2.1 and SIPRNET multi-node tests documented software deficiencies that were
being corrected as part of 2.1 updates. 

d.  Version 2.2 included fixes to GSPRs, several updated segments, a patch roll up
AMHS, CCAPS, DART, IMS_RFM, LOGSAFE, RDBMS, PERL, S&M, SYBASE and
TCCESI, as well as the added features of VOLUME MANAGER, NETSCAPE BROWSER 3.0,
MAIL SERVICES, and EMPIRE.  The complete list of segments included in GCCS 2.2 is
documented in the GCCS 2.2 Version Description Document.  A GCCS 2.2 multi-node
SIPRNET test among the DISA/OSF, JITC and CENTCOM was completed in January, 1997. 
The results of the functional testing of GCCS 2.2 and SIPRNET multi-node tests documented
software deficiencies that are being corrected as part of 2.2 updates.   

e.  The software risk,  maturity and other related issues will be addressed post-SOR.   
However, a history of the GSPRs will be  available during MDT&E.    The software risk
management will follow the guidance provided in the following and other pertinent documents.

(1) Defense Information Infrastructure (DII) Common Operating Environment
(COE) Integration and Runtime Specification (I&RTS), Specification/Draft,
Version 3.0, January 1, 1997.  OPR: DISA Chief Engineer. 

(2)  Director, TSE&E, OUSD/A&T Memorandum, Subject: DTSE&E Policy
Guidance for Software-Intensive Systems in Support of Recommendations from
the GAO, 23 May 94.
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(3)  OUSD, Operational Test and Evaluation Memorandum, Subject: Software 
Maturity Criteria for Dedicated Operational Test and Evaluation of Software-
Intensive  Systems, 31 May 94.

3.3  Future Modified Developmental Test and Evaluation (MDT&E).  MDT&E for GCCS
version 3.0 and future versions will follow the testing outlined in the paragraphs above.    Table
III-3 lists the future test events.  Future revisions of the TEMP will include follow-on  test events.
 

Table III-3.  GCCS Future Developmental Test & Evaluation Events

Software
Version

Software Description Evaluation Objective   Test  
 Event(s)

Limitations

3.0 JOPES
Unified Build
Service Interface Tests
(AFGCCS,       AGCCS,
MAGTFII)
Automated message
handling      system
Teleconferencing
Joint mission applications
Reference File
Administration
Other

Determine whether to
field the version 3.0. 
Decisions will be based
on the satisfaction of the
J3 Entrance Criteria in
Appendix G.

Compliance with DII
COE I&RTS

(1)  Unit, Component,
       Configuration Item Tests. 
(2)  Database synchronization
(3)  Database Backup/Recovery
        Test.
(3)  Database Snapshot
(4)  Multi-node User Test
(MUT)
(5)  Stress Test Schedule TBD
(6)  Installation Test
(7)  Compliance Test

 Crisis level
test scenarios

3.X
(Tentative)

Additional CINC/Service
applications

Determine entry into
OT&E

Compliance with DII
COE I&RTS

(1)  Unit, Component,
       Configuration Item Tests. 
(2)  Database synchronization
(3)  Database Backup/Recovery
        Test.
(3)  Database Snapshot
(4)  Multi-node User Test
(MUT)
(5)  Stress Test Schedule TBD

(6)  Installation Test

(7)  Compliance Test

Crisis level
test scenarios
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PART IV  

OPERATIONAL TEST AND EVALUATION OUTLINE

4.1  Operational Test and Evaluation (OT&E) Overview

a.  Purpose.  To determine the operational effectiveness and operational suitability of
GCCS V3.0 in support of a Joint Staff J-3 decision concerning declaration of V3.0 as the DoD
Command and Control System of Record. 

b.  Scope.  The JITC, in collaboration with the Service Operational Test Activities, will
conduct the OT under operationally realistic conditions using production representative
equipment suites and actual operator personnel.  Test activities will occur at operational sites and
at laboratory sites.  Two primary measures of effectiveness (MOEs) will be evaluated:

! Primary  MOE 1.  Success of Mission Tasks.

! Primary  MOE 2.  Success of Mission Support Tasks.

These MOEs are investigative; no criteria are established for number or percent of tasks
successfully completed.

Figure 4-1 illustrates the OT&E concept.  OT will consist of three phases and will be supported
by data from DT.  The three OT phases may overlap and are:

! Mission Support Test.  This phase will occur at multiple sites.  The focus will be
to evaluate the success of Mission Support Tasks as performed by system
administrators, data base administrators, system security administrators, and other
support and administrative personnel.

! Evaluation of training, documentation, and user support.  This phase does not
include test activities.  It includes evaluation only.  It is designed primarily to
determine the degree to which deficiencies previously observed in training,
documentation, and user support (for example, help desk support) have been
corrected.  User support activities will be evaluated as they currently exist for
GCCS Version 2.2.  User training programs established for V3.0 at JTO and
AETC will be evaluated.  V3.0 user documentation will be evaluated.
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Figure IV-1.  GCCS Version 3.0 OT&E Strategy

! Simulated Crisis Situation.  The user community (Joint Staff and CINCs) will
designate participating operational sites. The site designated as the supported
CINC will select an OPLAN to use for test purposes.  Actual users at operational
sites will use GCCS to support crisis action planning and execution.  It is
important to select a robust plan that will exercise a broad representative sample of
GCCS functions as identified in the RID (for example, JOPES, COP, intelligence,
SORTS, and miscellaneous functions). 

The system configuration will be established at the start of the installation test and will not be
changed during this phase except as determined necessary by the JITC to support test operations.
 It may be necessary (and desirable) to make configuration changes after the installation test and
before the TCPX.  The GCCS PMO will coordinate with the JITC prior to making such changes.
 The system configuration will be re-established at the start of the TCPX and will not be changed
during this phase except as determined necessary by the JITC to support test operations. 

c.  Joint Interoperability.  The Joint Interoperability Test Command (JITC) is required
by DODI 4630.8 and Chairman of the Joint Chiefs of Staff Instruction (CJCSI) 6212.01A to
certify C4I systems for interoperability with Joint Systems with which they have a requirement to
exchange information.  At the end of Developmental Testing (DT), JITC must certify
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conformance of standards and at the end of Operational Test and Evaluation (OT&E), JITC must
certify interoperability.  JITC will review GCCS test plans and procedures to ensure that the data
to be collected meet the JITC requirements.  JITC will monitor interoperability requirements
during various GCCS tests and use the data to evaluate system interoperability.

The effective exchange of electronic and hardcopy information is critical to deliberate and crisis
planning/execution.  The success of GCCS planning is directly related to the information the
planner has to use.  This information is primarily obtained by electronic means.  Similarly the
successful execution of the plan is directly related to the information provided to the Warfighter.

4. 2   Critical Operational Issues.

System requirements for GCCS Version 3.0, as established in the Functional Description, lead to
these five critical operational issues:

Operational effectiveness.  Primary MOE 1, Success of Mission Tasks, is the principal
test measure for operational effectiveness.

COI 1.  Mission performance.  Does the GCCS support warfighters in
accomplishing  deliberate and crisis action planning and execution in an operational
environment?

This COI will be evaluated on the basis of Mission Task success in the context of
an operationally realistic TCPX.

COI 2.  Interoperability.  Does the GCCS support the effective exchange of
information required to plan and execute missions?  The areas that will be assessed
to answer this COI are:

1. The interoperability of GCCS with other DoD systems.

2. The capability provided to the planner to use information provided by external
organizations and to produce information used by external organizations.

COI 3.  Security.  Does the GCCS architecture provide the necessary security
precautions to protect the military operations and national objectives supported by
the GCCS?

Operational suitability.  Primary MOE 2, Success of Mission Support Tasks, is the
principal test measure for operational suitability.

COI 4.  Mission Support.  Can GCCS be installed, configured, and maintained
effectively at operational sites?  This COI will be evaluated on the basis of Mission
Support Task success in the context of the Mission Support Test.
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COI 5.  Supportability.  Is the GCCS capable of supporting sustained operations
in an operational environment?

a. User support.  Is the GCCS help desk and supporting
infrastructure capable of supporting GCCS users in an operational
environment?

b. Training.  Does the training program provide GCCS users (system
and database administrators, functional users, etc.) the skills
required to perform their operational tasks on the GCCS?

c. Documentation.  Does the user-level documentation provide
GCCS users adequate and complete  information on how to
accomplish their operational tasks on the GCCS?

d. Reliability, availability, and maintainability (RAM).   Does
GCCS V3.0 possess RAM characteristics equal to or greater than
previous versions?

4.3   Operational Test and Evaluation to Date

No OT&E has been performed for GCCS Version3.0.  However, the JITC, Service OTAs, and
several user groups conducted OT&E of V2.1 during April-August 1996.  As a result, the Joint
Staff declared V2.1 the DoD C2 System of Record and shut down the legacy World Wide
Military Command and Control System (WWMCCS).  The JITC, CENTCOM, and
COMOPTEVFOR conducted an operational assessment of V2.2 in December 1996.  As a result,
V 2.2 was distributed to the field as a replacement for V2.1. 

It is currently planned that V3.0 will add some new functionality over that in V2.2.  The primary
objectives of V3.0 are:

! replace the GCCS COE with the DII COE
! upgrade versions of the GCCS workstation operating systems
! upgrade the version of the Oracle Relational Database Management System

(RDBMS)
! replace the current government-developed desktop with a commercial desktop.
! Provide some high priority GSPR fixes
! provide some new functionality in the areas of:

JAVA based Airfields
Tactical METOC capability
JTAV client
JPAV client
TBMD Segment
MIG/MIGDB access and display (Renamed to TC4I)
Imagery Product Library (IPL) access and display
TRE interface to support TBMD
Production quality receive-only interfaces for:

TIBS, TADIL B, PLRS/EPLRS
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Thus it is necessary to test the existing and new functionality in the context of the new COE,
operating system, RDBMS, and desktop.

Testing of V3.0 is further required because OT of V2.1 and 2.2 was limited by these factors:

! Questionnaire responses of limited value in assessing GCCS V2.1.  In testing V2.1, 28
of 48 test measures were based on user assessments; the primary data source for these
assessments was intended to be user questionnaires.  However, because of limitations in
the collection of questionnaire responses, the JITC assigned a low weight to the responses
and instead relied on other sources for the user assessments.

! Functional checkout of GCCS V2.2 not operationally realistic.  The OA of V2.2 was
based on Beta testing, which consisted primarily of functionality checks performed
without a realistic operational scenario.

4.4   Future Operational Test and Evaluation.

Testing of V3.0 will overcome the shortcomings noted above for testing of V2.1 and V2.2.

4.4.1 DT Support of OT. 

The JITC will review DT test results, which will be provided by the PMO, and may observe
selected DT events.  JITC will use applicable DT results to support the OT&E.  The JITC will be
leading the DT Stage III and beta testing as a part of OT Readiness Review.

4.4.2 Mission Support test. 

The test will be task driven, and the evaluation will focus on success of Mission Support Tasks
accomplished by test players.

a.  Measuring Mission Support Task Success

A list of potential Mission Support Tasks is at PART IV Appendix, Table 9.  The user community
will determine the final task list.  A Mission Support Task is an action that must be performed by
a GCCS system administrator, database administrator, security manager, or other support person
to install, set-up, configure, or otherwise prepare the system for operational use; it should take
about one to four hours to complete.

The user community will establish the criterion for success of each task based on timeliness, ease
of performance and  adequacy of training and documentation to perform the task. The following
is a proposed scale:

Unsuccessful.  The task could not be performed by the assigned personnel.
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Marginally successful.  Task performed with workarounds.  Documentation lacks
sufficient details.  Task not fully covered in applicable training.

Fully successful.  Task easily performed in a timely manner.  Task fully covered in
applicable training.  Documentation accurate, complete, and readily available.

Highly successful.  Task performance exceeds requirements.  Task training and
documentation exceed requirements. 

The user community may categorize the tasks according to their importance to overall
mission accomplishment.  Is so, the JITC will consider the user priorities in the evaluation.

The user community will provide subject matter experts (SMEs) to evaluate success of
Mission Support Tasks accomplished by test players.  The JITC will investigate causality for any
non-successful Mission Support Tasks.

b.  Test sites.  Test sites will include operational sites and lab sites.  To preclude
disruption of operational missions, operational sites will use spare (not operational) equipment
suites.

4.4.3 Evaluation of training, documentation, and user support. 

This phase of OT focuses on COI 5 Supportability (except RAM).  It may be completed before
the other two OT phases.  It will consist of three separate evaluations, as described below. 

Training evaluation.  JITC will evaluate the following training courses conducted by the
JTO and AETC:

Training to support Mission Support Tasks
Database administrator training
System administrator training (HP/UX,  Solaris, NT)
Security manager training
Network manager training
AMHS administrator training

Training to support Mission Tasks
GCCS User Introduction
GCCS Action and Planning Staff Orientation
Training to support user requirements for:

Resource and unit monitoring (GSORTS and RFA)
Conventional Planning and Execution (JOPES and JOPES-related)
Other Joint requirements (Airfields, EVAC, teleconferencing applications,
   TELNET and file transfer)
Interoperability (AMHS)

Common Operational Picture
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Air Tasking Order
Access to intelligence data
Support applications such as Applix

The evaluation will focus on the effectiveness of the training to prepare the user to perform the
mission using GCCS V3.0.  A principal input to the evaluation will be interviews with personnel
at selected sites to determine the user=s perspective of training effectiveness.  The JITC will attend
selected courses to support the evaluation of training.

Documentation evaluation.  This evaluation will commence as documentation becomes
available for review in draft form.  The intent is to influence final documentation.  JITC will
review and evaluate the following user documentation:

Operatorós manual
Installation procedures
System administratorós manual
Software user=s manual
Other user documentation such as application-specific user manuals .

In addition, JITC will interview personnel at selected sites.  The evaluation will focus on the
following factors:

Availability of documentation to users at operational sites, to include ease of         
  access, downloading, printing, and declassification.
Accuracy
Usefulness
Currentness with respect to V3.0 software
Completeness.

User support evaluation.  JITC will review and evaluate existing procedures for user
support; that is, the procedures in place for V2.2.  This evaluation applies to V3.0 because the
user support concept does not change between V2.2 and V3.0.  This will include (but will not be
limited to) the Help Desk.  This review will include interviews with personnel at selected
operational sites.  The evaluation will focus on:

Effectiveness of user support in providing technical assistance to the user
Accuracy of responses
Timeliness of responses
Completeness of responses
Usefulness of responses to the user in supporting the user mission.

4.4.4 Simulated Crisis Situation. 
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The exercise will include a planning phase and an execution phase.  Staff elements from the
supported and supporting CINCs, appropriate components, a simulated JTF, and the NCA  will
participate.  The test will be task driven, and the evaluation will focus on success of Mission
Tasks accomplished by test players. 

a.  Measuring Mission Task Success.  Figure IV-2 illustrates the concept for evaluation
of Mission Task Success.  The following discussion amplifies the concept.

A list of potential Mission Tasks is at PART IV Appendix, Tables 2 through 8.  The user
community will determine the final task list.  A Mission Task is a staff action that requires GCCS
support to accomplish and that has a defined product; it should take about one to four hours to
complete.

The user community will establish the criterion for success of each task based on the timeliness,
accuracy, completeness, and usefulness of the task product.  The following is a proposed scale:

Unsuccessful.  No product or product cannot be used by the intended recipient for the
intended purpose.

Marginally successful.  Product requires workarounds to produce, or the intended
recipient must use workarounds to use the product for mission accomplishment.

Fully successful.  Product is sufficiently timely, accurate, complete, and useful that it fully
supports mission accomplishment by the intended recipient.
Highly successful.  Product exceeds requirements for timeliness, accuracy, completeness,
or usefulness.

The user community may categorize the tasks according to their importance to overall mission
accomplishment.  If so, JITC will consider the user priorities in the evaluation.

The user community will provide subject matter experts (SMEs) to evaluate success of mission
tasks accomplished by test players.  The JITC will investigate causality for any non-successful
Mission Tasks.

b.  Test sites.  Test sites will include operational sites and lab sites.  To preclude
disruption of operational missions, operational sites will use spare (not operational) equipment
suites, as available.  Potential sites include: NMCC, CENTCOM, ACOM, EUCOM,
TRANSCOM, OSF, JITC Ft Huachuca lab, and JDEF.  The sites will be configured to represent
the NCA, supported CINC and components, supporting CINCs, JTF and components, and other
players as necessary.



GCCS 3.0 Test and Evaluation Master Plan

IV-9

Figure IV-2.  Measuring Mission Task Success

Measuring Mission Task Success to Assess GCCS V3.0
Test Planning- User establishes
scenario, mission tasks and criteria.

Test Conduct- Test participants
accomplish tasks. SME observes
tasks and assesses degree of
success.
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Product exceeds requirements

FULLY SUCCESSFUL
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mission accomplishment by
the intended recipient
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Product requires
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mission accomplishment by
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used by the intended recipient
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PART IV APPENDIX   - MISSION TASKS AND MISSION SUPPORT TASKS

The following information has been extracted from the GCCS User Characterization Profile and
other sources to produce a partial listing of possible mission/mission support tasks for testing
GCCS Version 3.0.

Crisis Action Procedures.  CAP provides a framework for describing the unfolding of a
crisis requiring a military response.  Table 1 lists the six CAP phases.

Table 1.  CAP Phases

Phase Title

I Situation Development

II Crisis Assessment

III Course of Action Development

IV Course of Action Selection

V Execution Planning

VI Execution

VII Redeployment

Each phase is punctuated by one or more scenario events.  The scenario event usually triggers a
response from one or more of the Joint Planning and Execution Community (JPEC) players in the
crisis.  Many responses consist of an activity supported by the GCCS.  The trace from a scenario
event to the GCCS activity performed by specific JPEC member(s) is contained in the CAP
Matrix that follows.

3DUWLFLSDQW���7KH�VFHQDULR�HYHQW�WULJJHUV�D�UHVSRQVH�DFWLRQ�DW�FHUWDLQ�OHYHOV�LQ�WKH�-3(&���7KH

DFWLRQV�FRQWDLQHG�LQ�WKH�PDWUL[�DUH�OLPLWHG�WR�WKRVH�SDUWLFLSDQWV�ZLWK�WKH�PRVW�*&&6�SOD\���7KH

SDUWLFLSDQWV�OLVWHG�LQ�WKH�PDWUL[�DUH�

CJCS - Chairman of the Joint Chiefs of Staff
63' � 6XSSRUWHG�&RPPDQGHU

63* � 6XSSRUWLQJ�&RPPDQGHU

867& � 8QLWHG�6WDWHV�7UDQVSRUWDWLRQ�&RPPDQG

69& � 6HUYLFHV
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Tasking arrangement.  Tables 2 through 7 contain the mission tasks for each respective phase. 
Table 8 contains additional mission tasks which were not specified in the GCCS User
Characterization Profile, but each user should integrate these tasks into table 2 through 7 where
most appropriate for their activity.  In addition, each user should test desktop functions and other
supporting applications within appropriate mission task areas.

Table 9 contains other Mission Support Tasks for  Systems Administrators, Security
Administrators, Database Administrators, Functional Database Managers, and Track Database
Managers.
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Table 2.  Mission Tasks, Crisis Action Planning Matrix, Phase I

3KDVH�,���6LWXDWLRQ�'HYHORSPHQW

Phase I begins with an event having possible national security implications and ends when the CINC submits his assessment of the situation to the National
Command Authority (NCA) and the Chairman of the Joint Chiefs of Staff.

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

CJCS Monitor the situation and evaluate
reports from all sources;
Request an assessment report from
the supported commander

Generate a GENSER message to SPD Message to SPD  AMHS

SPD Review message Provide a CINC=s assessment report  OPREP-3 message AMHS
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Table 3.  Mission Tasks, Crisis Action Planning Matrix, Phase II

3KDVH�,,���&ULVLV�$VVHVVPHQW

Phase II begins with a report from the supported commander and ends with a decision by the NCA to return to the pre-crisis situation, or to have military options
developed for possible consideration and possible use.

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

ALL Anticipation of action Review OPLANs and CONPLANs for
applicability

List of available/applicable
plans

RDA
AHQ

ALL Anticipation of action Review force readiness Unit readiness reports GSORTS
AHQ

CJCS Request�63'�WDNH�DFWLRQ Request  SPD establish a crisis
Newsgroups

Message to SPD AMHS

SPD Respond to message Implement the crisis Newsgroups Newsgroups established;
message to participants to
join

Newsgroups
AMHS

ALL Respond to message Subscribe to  Newsgroups Newsgroups actions Newsgroups

CJCS Require USTC review strategic lift
asset employment availability

Generate a Newsgroups message to
USTC

Newsgroups message Newsgroups

USTC Review the status of strategic lift
assets

Review lift asset availability;
Review lift asset status

Lift Asset Reports GSORTS

USTC & SPD Determine amount of lift available for
operation

Publish numbers of lift assets to be made
available

Updated transportation
Models

Newsgroups
ADANS
STRADS
SEASTRADS
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Table 4.  Mission Tasks, Crisis Action Planning Matrix, Phase III

Phase III - Course of Action Development
Phase III begins with a decision to develop possible military Courses of Action (COAs), normally transmitted by a CJCS Warning Order, and ends when COAs
are presented to the NCA.

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

CJCS Establish command relationships;
State mission, objectives, and known
constraints;
Direct the development of  COAs

Publish Warning Order Warning Order message
published

Newsgroups
AMHS

ALL except CJCS Respond to Warning Order;
Initiate development of possible
COAs using GCCS

Review existing OPLANs/ TPFDDs Existing files access RDA
AHQ
GSORTS

ALL Update an existing OPLAN Refine existing supported/supporting
OPLANs/TPFDDs

Modified OPLAN/TPFDD RDA
AHQ
GSORTS

SPD    Initiate development of new COAs
/TPFDDs

Develop new COAs/TPFDDs using
GCCS

Newly initiated plan SS
RDA

ALL except SPD  
and CJCS

Receive new TPFDD Review and modify new TPFDD Updated new TPFDD RDA
AHQ
PDR
GSORTS
IMS
DART
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Table 4.  Mission Tasks, Crisis Action Planning Matrix, Phase III (continued)

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

SPD Prepare new TPFDD for evaluation Generate sustainment records for the new
TPFDD using JEPES

TPFDD file processing IMS
JEPES
LOGSAFE

Generate sustainment records for the new
TPFDD using MEPES

TPFDD file processing IMS
MEPES
LOGSAFE

Generate sustainment records for the new
TPFDD using LOGSAFE

TPFDD file processing IMS
LOGSAFE

SPD Request evaluation of proposed 
COAs

Publish an Evaluation Request;
Evaluate availability, combat readiness
and suitability of forces;
Evaluate availability of sustainment;
Evaluate database completeness

Newsgroups Evaluation
Request

Newsgroups

ALL except SPD 
and CJCS

Receive and review Evaluation
Request

Perform an evaluation of the
COAs/TPFDDs

Logical Errors Report;
TCC Pre-edit Report

RDA
AHQ
PDR

SPD Fatal Error Free TPFDD required
 for transportation analysis

Produce a Fatal Error Free TPFDD  Logical Errors Report;
TCC Pre-edit Report
 TPFDD ready for
transportation analysis

Newsgroups
RDA

SPD Request  Deployment Estimate by
USTC

Request USTC develop a preliminary
Deployment Estimate

Newsgroups request for
Deployment Estimate

Newsgroups
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Table 4.  Mission Tasks, Crisis Action Planning Matrix, Phase III (continued)

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

USTC Review the request for a Deployment
Estimate

USTC conduct Deployment estimates on
each viable COA/TPFDD

Land summary and associated
graphs and reports;
Sea summary and associated
graphs and reports;
Air summary and associated
graphs and reports;
Airlift summary profile;
Sealift summary profile;
Lateness by supply class
reports;
Force Module Closure
Profiles

IMS
JFAST

Prepare and submit Deployment
Estimate Response message

Deployment Estimate
Response message

Newsgroups

SPG Preparation and submission of
Evaluation Response to the SPD;      

Review of Deployment Estimate
Response

Prepare an Evaluation Response
message (OPREP-1)

Evaluation Response
message

Newsgroups

SPD Preparation and submission of
Commander=s Estimate;
Recommendation of a COA;
Review of Evaluation Response

Prepare and submit the Commander=s
Estimate

Commander=s Estimate Newsgroups

ALL Review of Commander=s Estimate

Table 5.  Mission Tasks, Crisis Action Planning Matrix, Phase IV
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3KDVH�,9���&RXUVH�RI�$FWLRQ�6HOHFWLRQ

3KDVH�,9�EHJLQV�ZKHQ�&2$V�DUH�SUHVHQWHG�WR�WKH�1&$�DQG�HQGV�ZKHQ�D�&2$�LV�VHOHFWHG���7KH�SULPDU\�DFWLYLW\�LQ�WKLV�SKDVH�RI�FULVLV�SODQQLQJ�UHVWV�ZLWK�WKH

&KDLUPDQ�RI�WKH�-RLQW�&KLHIV�RI�6WDII�DQG�1&$���$OO�RWKHU�PHPEHUV�RI�WKH�-3(&�FRQWLQXH�WKHLU�DFWLYLWLHV�DV�GHVFULEHG�LQ�3KDVHV�,,�DQG�,,,�

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

CJCS Review and Evaluate COAs
presented in the Commander=s
Estimate;
Alert Order is published directing
execution planning activities
commence for Selected COA

Alert Order published directing
execution planning activities commence
for Selected COA

Alert Order Newsgroups
AMHS

ALL Receive and review Alert Order Newsgroups

SPD Publish a TPFDD Letter of
Instruction (LOI)

Publish a TPFDD LOI that provides
procedures for the deployment,
replacement, and redeployment of the
forces in support of Selected COA

TPFDD LOI Netscape
Newsgroups



GCCS 3.0 Test and Evaluation Master Plan

IV-18

Table 6.  Mission Tasks, Crisis Action Planning Matrix, Phase V

Phase V - Execution Planning
Phase V begins when a Planning or an Alert Order is received and ends when an executable OPORD is developed and approved for execution on order.
Based on receipt of the Alert Order, activities commence for further selected COA refinement and preliminary scheduling activities.

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

NOTE:  The following incremental cycle includes:  validation of movement requirements, scheduling of organic and strategic lift, the allocation of requirements
to carriers, the reporting of actual carrier movements, and the manifesting of requirements to carriers.  Any carrier itinerary changes or diversions will continue
until the deployment is complete or the crisis subsides (combined Phases V and VI).

SPD
SPG
USTC

5HYLHZ�WKH�73)''�/2, Confirm and adjust selected COA force
requirements/sustainment requirements
and priorities

Adjusted TPFDD RDA
AHQ

SPG
SPD

TPFDD adjusted to LOI Schedule/allocate organic movements for
the first increment of deployment

Scheduled TPFDD S&M

SPG TPFDD scheduled Identify force and sustainment shortfalls Shortfalls listings RDA
AHQ
Newsgroups

SPD Review SPG force and sustainment
shortfall messages

Validate the first deployment increment
(first 7 days of airlift and first 30 days of
sealift)

Transportation Pre-edit
Report;
Validated first deployment
increment

RDA
PDR

SPD Validated first deployment increment Notify the JPEC when the first
deployment increment is validated

Validation message Newsgroups
TCCESI
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Table 6.  Mission Tasks, Crisis Action Planning Matrix, Phase V (continued)

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

ALL Receive and review Validation
message

Newsgroups

USTC (AMC) Validated increments will be
scheduled

Develop and enter Common-User Air
Movement Schedules (7 days)

7 days of air schedules S&M
GTN
ADANS
TCCESI

USTC (MTMC)
(MSC)

Validated increments will be
scheduled

Develop and enter Common-User
Surface Lift schedules (30 days)

30 days of surface schedules S&M
GTN
TCCESI

SPG Validated increments will be
scheduled

Develop and enter organic carrier
schedules

Schedules for non-strategic
lift legs

S&M

SPD The SPD converts the COA  into an
OPORD

Convert the COA and publish an
OPORD

Newsgroups OPORD Newsgroups

ALL Receive and review OPORD Newsgroups
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Table 7.  Mission Tasks, Crisis Action Planning Matrix, Phase VI

3KDVH�9,���([HFXWLRQ

Phase VI begins with the decision to execute an Operation Order (OPORD), normally transmitted by a CJCS Execute Order, and continues until the crisis is resolved satisfactorily.

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

CJCS An Execute Order is published and issued
directing the supported commander to execute his
OPORD;
The order directs the deployment/ employment of
forces in selected COA

Issue Execute Order Execute Order Newsgroups
AMHS

ALL Direct mobilization activities;
Coordinate with personnel centers and logistic
agencies;
Identify and confirm sustainment requisitions

Monitor the initial deployment of forces;
Review deployment status of ULNs, UICs and Force
Modules

Execution of movement Newsgroups
AHQ
RDA
S&M
PDR

USTC (AMC) Report Strategic Airlift Arrival and Departures for
the first increment of movement (first 7 days)

Airlift movement S&M

USTC (MTMC)
(MSC)

Report Common-User Surface Lift Arrival and
Departures for the first increment of movement (first
30 days)

Surface movement S&M
GTN

SPG Actual arrivals/departures will be reported Report arrivals and departures of non-strategic
carriers

Non-strategic carrier
movement reports

S&M

NOTE:  The above incremental cycle includes:  validation of movement requirements, scheduling of organic and strategic lift, the allocation of requirements to carriers, the reporting of
actual carrier movements, and the manifesting of requirements to carriers.  Any carrier itinerary changes or diversions will continue until the deployment is complete or the crisis
subsides (combined Phases V and VI).

SPD JTF Deploys forward Deploy GCCS forward All required GCCS
functionality usable in an
austere comms environment

ALL
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Table 8.  Additional Mission Tasks

The following mission tasks are not included in the GCCS User Characterization Profile.  They need to be inserted into the testing at appropriate places.

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

EVAC User Non-combatant personnel need to be
evacuated from area of interest (AOI)

Produce and print an evacuation list for
country and district of AOI

EVAC report EVAC

Produce and print Evacuation Summary
for country of AOI

EVAC summary report EVAC

FRAS User Fuel requirements must be
programmed into planning

Produce and print a fuel resources report Two FRAS files to process on
PC FRAS

FRAS extract
PC FRAS

Air Field Planner Usable airfields must be made known
to movement planners

Produce Airfields report for AOI Airfields report Airfields

Common
Operational Picture
Users

Maps for AOI  may be viewed as
desired, with available tracks for all
reported activity

Bring up Common Operational Picture
(COP) without filters set

Display of map and tracks
(may be very cluttered,
depending on amount of
message traffic)

COP

Filter out undesired tracks Less cluttered display COP

Users without COP processing can
view a snapshot of COP by using
ELVIS (in receive only mode)

This task will require co-located COP
and non-COP workstations;
Visually verify that the ELVIS picture
matches the COP Picture

Active COP picture and
ELVIS snapshot agree

COP
ELVIS

TARGET users Additional tools available Exercise the TARGET functionality TARGET
MATT
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Table 8.  Additional Mission Tasks (continued)

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

UB Air Tasking Orders can be reviewed,
segmented, and segments transmitted
to components as needed

Receive an ATO ATO message UB

Segment the ATO Segments of ATO UB

Transmit the ATO segments to the
components they apply to

Transmitted segments
received by components

UB

COP Users Execution of ATO results in air
tracks being reported which will then
appear in COP

Verify that during ATO execution, the
reported air tracks correlate to the
aircraft designated in the ATO

Air tracks in COP match
ATO plans

COP

Intelligence System
Users

Intelligence mission requires access
to resources

Provide an intelligence resources report Resources report GRIS

Produce a request for intelligence
support

Intelligence support request COLISEUM

JDISS Users Execute the intelligence mission Intelligence gathering of
imagery and sensor data

JDISS

SVC    Service feeder systems must support
GCCS with the new operating
systems, new DII COE and  new
Oracle Relational Database Manager

Each service verify that the interfaces
still work correctly

Services Interface Files COMPASS
COMPES
MAGTF II
RUDRS
AMHS
Newsgroups
IRC
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Table 8.  Additional Mission Tasks (continued)

PARTICIPANT BACKGROUND ACTION MISSION TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

SVC/remote users Access to documentation must be
verified

Access GCCS homepage and view/
download new documents

Documents on line Netscape Browser

SVC Maintenance of and access to Status
of Resources and Training (SORTS)
 must be verified

Each service use access through
GSORTS to verify that the service
updates to SORTS is being processed
and passed to GSORTS and GCCS users

GSORTS listing of selected
service units

GSORTS
SORTS
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Mission Support Tasks.  The following table presents examples of Mission Support Tasks.  These tasks are primarily for Systems Administrators,
Security Administrators, Database Administrators, Functional Database Managers, and Track Database Managers.

Table 9.  Mission Support Tasks

PARTICIPANT BACKGROUND ACTION MISSION SUPPORT TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

System
Administrator (SA)

SA is responsible for installing
GCCS applications on local site

Determine local site configuration unique
settings

List of unique settings,
equipment, and application
install requirements

Pre-planning

De-install segments to be replaced Cleaned out disk space Command line or
INSTALLER

Install new Solaris New operating system INSTALLER

Install new Desktop/EM server New EM Server INSTALLER

Install new RDBMS (ORACLE) New RDBMS INSTALLER

Establish/update the domain name
service

Install the local domain name server Local DNS Server INSTALLER

Update DNS as needed Updated DNS DNS Admin

Establish/update the NIS+ service Install the local NIS+Server Local NIS+ Server Command line,
Solaris

Create NIS+ replicas Command line,
Solaris

Update NIS+ as needed Updated NIS+ NIS+ Admin

Install new segments in proper order Install new segments in proper order New segments on system INSTALLER

Provide printer support to users Configure and manage printers for user
access

Current printer file
printer table

PRINTER Admin
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Table 9.  Mission Support Tasks (continued)

PARTICIPANT BACKGROUND ACTION MISSION SUPPORT TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

SA (continued) Users require accounts and
permissions to access applications

Provide accounts for database user DBUSER tables DBUSER

Provide user accounts for general access User account groups EM

Users require accounts and
permissions to access applications

Set permissions User permissions EM

Software licenses must be available
and administered to provide user
access to applicable applications

Acquire licenses as required;
Provide user access

Usable licensed applications License Admin

Provide for configuration
management

Apply file and directory listings of all
applications

File system management Command line

Provide Apply user support Process Inter-relationship specifications System Trouble shooting Command line

Teleconferencing capabilities must
be provided to users

Install teleconferencing applications Teleconference capabilities IRC
Newsgroups
World Wide Web

Provide mail service Install mail service Sendmail application Command line
Solaris

Maintain mail admin files Usable mail system Sendmail

Provide problem corrections Halt system operations All processing stops

Reboot system in single user mode Only root user (SA) can
access system

Reboot system in normal mode All authorized users may log
in and process applications

Table 9.  Mission Support Tasks (continued)
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PARTICIPANT BACKGROUND ACTION MISSION SUPPORT TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

SA (continued) Provide system backup and recovery
services

Perform routine scheduled backups Backup files on tape or disc Backup procedures

When needed, perform system recovery
actions

Recovered system; ready to
resume processing

Recovery
procedures

Provide GSORTS administration Provide for GSORTS updated
information

Up-to-date GSORTS files

SA and/or Sec Mgr  
          

Provide security aspects of mission
support

Setup and maintain user access accounts User accounts files

Setup and maintain system and user
profiles

Profile tables

Maintain roles in account groups Account group roles

Provide system audit capabilities Audit logs

Provide password administration Password controls

DataBase
Administrators
(DBA)

Provide reliable database support to
authorized users

Establish and maintain authorized
database structure

Prescribed databases Oracle Tools

Perform database backup Backup data on storage media Oracle Tools

Provide database recovery Reload data from backup and
process files

Oracle Tools

Provide database maintenance
capability

Apply Entity Relationship Model/
Diagram and Data Dictionary

Database Management Command line

Table 9.  Mission Support Tasks (continued)



GCCS 3.0 Test and Evaluation Master Plan

IV-27

PARTICIPANT BACKGROUND ACTION MISSION SUPPORT TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

DBA (continued) Provide for alternate database access Provide for user access and permissions
at alternate database sites

User access and permissions
files at alternate database site

Oracle Tools

Provide alternate database access
when needed

Remote database access to
alternate site

JOPES Functional
Database Manager
(FDBM) or Track
Database Manager
(TDBM) as
appropriate

Use the JOPES FDBM  or TDBM responsibilities listing as a guide to test and evaluate mission support functions in the following areas:

Administrative Permissions management

Teleconferencing (Newsgroups)

Installations

Backup/Recovery (JOPES Database)

Backup/recovery Individual TPFDDs

Continuity of Operations Plan (COOP)

Admin reporting (management)

OPLAN Management OPLAN initialization

OPLAN type/distribution/access

OPLAN status

OPLAN offload/reload

Table 9.  Mission Support Tasks (continued)
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PARTICIPANT BACKGROUND ACTION MISSION SUPPORT TASK OUTPUT/PRODUCT ANTICIPATED
APPLICATIONS

FDBM or TDBM
(continued)

OPLAN deletes

Set C-Day/L-Hour

Reset C-Day/TCC indicators

OPLAN synchronization

Reporting (user)

Network management/monitoring Site status

Transaction processing/flow (local)

Database maintenance and statistics

Transaction processing/flow (distributed
network)

Reporting (transactions)

Provide JMCIS administration Provide for JMCIS channels and JMCIS
feeds

Up-to-date JMCIS files
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PART V  

TEST AND EVALUATION RESOURCE SUMMARY

5.1  Test and Evaluation Resource Summary.

a.  Test Articles.  GCCS test articles include all software and hardware configurations
required to support GCCS Versions 3.0.   Also  included are  software and hardware
configurations of Joint/CINC/Service systems that are to interoperate with GCCS.

b.  Test Sites and Instrumentation. The user community, ICW Joint Staff J-3 and the Program
Management Office will select operational sites to serve as test sites. Each site will be configured
in an operationally realistic manner.

c.  Test Support Equipment.  Hardware (e.g., personal computers) and software (e.g.,
data base software) are required to support any data reduction and test reporting requirements. 
Test support equipment at the three test sites mentioned above include five complete starter set
configurations each with one database server, two application servers and two clients. 
Additionally, each site includes a communications router which provides access to the secret
network.  Each test system will be installed with the GCCS release and all required COTS
software components to include operating system, Relational Data Base Management System
(RDBMS) and network management software.

d.  Threat Systems/Simulators.  None required.

e.  Test Targets and Expendables.  None required.

f.   Operational Force Test Support.   A command post exercise (CPX) designed to assess
crisis action and redeployment planning/execution on GCCS 3.0 functionality is planned during
the user assessment.  A letter of instruction describes the CPX along with exercise participants.

g.  Simulations, Models and Testbeds.  Terminal emulators are required to simulate
multiple users on GCCS.  The various Joint/CINC/Service interfaces will be stress loaded to test
GCCS’ operational effectiveness. 

h.  Special Requirements.  None.

i.  Test and Evaluation Funding Requirements.  Program element 150K includes an
estimated 1.5 million dollars for GCCS test and evaluation in each fiscal year.

j.  Manpower Personnel Training.  Training to support GCCS test and evaluation includes
installation training designed to train personnel to install segments and load the database prior to
the beginning of the user pre-assessment.  The Joint Training Office (JTO) will provide training
on the GCCS system administration and applications prior to the user assessment.  Studies within
each of the Services are currently underway to determine training requirements.  Table  V-2 lists



GCCS 3.0 Test and Evaluation Master Plan

V-2

test personnel requirements for the OE.
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Table V-2.  Operational Test (OT) Personnel Requirements

EVENT TEST PERSONNEL
Normal Operations No dedicated personnel required.  Users

perform day-to-day task at 37 GCCS sites.
DT Phase 1 (User Involvement) JITC/Users evaluation team: Sites, dates

and numbers TDB.
DT Phase 3  (BETA Test) JITC/Users evaluation team:  Dates and

numbers TDB.
Database Synchronization Selected CINC/component sites: System

Administrator, users.
JITC: TDB data collectors
OSF: TDB System Administrator, data
collectors

JOPES Database Refinement Conference JCS/J7 Test Team: (TBD)
Users: Conference attendees
JITC: TBD observers
Components: Test personnel as coordinated

Operational (End-to-end) Test Selected CINC/component sites: System
Administrator, users, crisis action teams per
J33 LOI.*
JITC: TDB data collectors
OSF: TDB System Administrator, data
collectors

* Will be coordinated with J3
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APPENDIX A

ACRONYM LIST

Ao Operational Availability
ASD Assistant Secretary of Defense
C2 Command and Control
C3 Command, Control, and Communications
C3I Command, Control, Communications, and Intelligence
C4I Command, Control, Communications, Computers, and Intelligence
C4IFTW C4I For the Warrior
CCE Continuous Comprehensive Evaluation
CINC Commander In Chief
CJCSI Chairman of the Joint Chiefs of Staff Instruction
COA Course of Action
COE Common Operating Environment
CONOPS Concept of Operations
COTS Commercial Off-the-shelf
CPX Command Post Exercise
CSCI Computer Software Configuration Item
DDA Designated Development Agency
DISA Defense Information Systems Agency
DISN Defense Information Systems Network
DoD Department of Defense
DODIIS DoD Intelligence Information System
DOT&E Director, Operational Test and Evaluation
DTE Developmental Test and Evaluation
EPIP Evolutionary Phased Implementation Plan
FCA Functional Configuration Audit
FQT Formal Qualification Testing
GCCS Global Command and Control System
GOTS Government Off-the-shelf
HEMP High Altitude Electromagnetic Pulse
IOC Initial Operational Capability
JCS Joint Chiefs of Staff
JDEF Joint Demonstration and Evaluation Facility
JIEO Joint Interoperability Engineering Organization
JITC Joint Interoperability Test Command
JMAS Joint Mission Application Software
JOPES Joint Operations Planning and Execution System
JSCP Joint Strategic Capabilities Plan
JTF Joint Task Force
JTO Joint Training Office
LAN Local Area Network
MCOTEA Marine Corps Operational Test & Evaluation Activity
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METOC Meteorology and Oceanographic
MNS Mission Needs Statement
MAOPR Minimum Acceptable Operational Performance Requirement
MUT Multi-node User Test
NBC Nuclear Biological and Chemical
NCA National Command Authority
O&M Operations and Maintenance
OE Operational Evaluation
OEC Operational Evaluation Command
OPLAN Operations Plan
OPTEC Operation, Test, and Evaluation Command
OPTEVFOR Operational Test and Evaluation Force
ORD Operational Requirements Document
OSD Office of the Secretary of Defense
OSF Operational Support Facility
OT&E Operational Test and Evaluation
OTRR Operational Test Readiness Review
PCA Physical Configuration Audit
PM Program  Manager
PMO Program Management Office
RDBMS Relation Data Base Management System
RID Requirements Implementation Document
SOR System of Record
STT Software Technical Test
T&E Test and Evaluation
TAFIM Technical Architecture for Information Management (TAFIM)
TBD To Be Determined
TPFDD Time Phased Force Deployment Data
TR Test Report
TRR Test Readiness Report
TS Top Secret
UAT User Acceptance Test
URP User Review Panel
WAN Wide Area Network
WWMCCS World Wide Military Command and Control System
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APPENDIX B

SYSTEM INTERFACES

This appendix describes the interfaces internal and external to GCCS.  Since GCCS is a system of
functions performed by many different applications that interact with many external systems and
databases, it is necessary to clearly define the separation between internal and external interfaces. 
GCCS is defined to include within its boundaries those software items under the configuration
management of DISA.  GCCS includes all of the items that DISA owns, maintains, and updates
for all GCCS sites.

INTERNAL INTERFACES

The GCCS Core database is the centerpiece of GCCS Version 2.1. and will be the first DoD CIM
compliant, standardized database.  Between GCCS sites, the Core databases communicate via the
SIPRNET and ORACLE transactions.  Within a GCCS 2.1 site, there are three ways that
applications relate to the database.  Some applications exclusively depend on the database for
operation.  Some applications require data from the Core database to be loaded into their own
unique database for operation.  The remaining applications do not use any data from the Core
database.

DATABASE DEPENDENT

S&M, AHQ, PDR, IRM, RFA, RDA:  These applications are each separate entities that do not
interact directly with each other but directly access data in the Core database, update the database
using SQL Plus, and create transactions which update the Core database through TDS.  If the
transactions are for networked OPLANS, the transactions will also be addressed and sent to other
appropriate GCCS Core databases.

REQUIRE DATABASE DATA

JEPES, FAPES, JFAST, LOGSAFE, MEPES, IMRAS:  These applications do not interact with
each other except for MEPES and IMRAS. Each of these interact directly with LOGSAFE. 
These applications use IMS and RFM to obtain data from the Core database.  IMS provides a
means to move TPFDD data between the Core database and the application unique databases. 
IMS reads the TPFDD data from a Core resident OPLAN, converts it to the proper format,
selects the appropriate data elements needed by the specific application, and loads the TPFDD
data into the application.  IMS can pickup TPFDD data from the file area of another application
and move it back through the client/server communication to the Core database.  The limitation of
this approach is that the data will not be automatically distributed to other GCCS Core databases
as would a transaction.  RFM has 2 functions.  One function, UPDATE retrieves the latest version
of the reference file from the Core database into RFM.  The other function, LOAD, copies the
reference file from RFM into the application in the format required  by the application.
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DO NOT REQUIRE CORE DATABASE

GSORTS:  It receives data sets for update into its ORACLE database from the NMCC.  The
AHQ can perform a query on this data through the Core database and use of SQL PLUS.

JMCIS, JDISS:  They receive their data sets through SIPRNet and the internal addressing
function.  Neither of them interact with any other GCCS application.

EXTERNAL INTERFACES

The systems, data bases, or applications external to GCCS are grouped by those that interoperate
via transactions, via send and receive message traffic, via receive only message traffic and via use
of file transfer.

TRANSACTIONS

Army MOB/ODEE, Air Force COMPES, USTC GTN:  These transmit transactions to  and
receive transactions from GCCS.  The transactions are exchanged between the GCCS and the
CINC/Service systems using Transaction Distribution Services (TDS) interface.

Army MOB/ODEE,  receives transactions from GCCS that contain information on OPLAN
forces (Army units) that FORSCOM must provide to the OPLAN.  FORSCOM uses
MOB/ODEE to update OPLANS with command approved data on active duty and reserve Army
units.  MOB/ODEE sends transactions to GCCS that provide detailed data on specific Army units
that will support the OPLAN.

The Air Force COMPES provides a standard automated data system to capture, store, and report
Air Force deployment operations, logistics and manpower data from the base level to the JCS. 
The OT&P part of COMPES provides a two-say transactional interface with GCCS to receive
and update force requirements.

USTC GTN send Force and non-unit requirements updates as well as carriers with itinerary,
allocations and manifests to the GCCS.  The GTN/GCCS interface is at USTC.

SEND and RECEIVE MESSAGE TRAFFIC

AMHS, E-MAIL:  These send and receive message traffic from CINC/Service systems. The
GCCS capability is in the COE.

AMHS handles USMTF and DD-178/175 message formats.  The source of the message can be
any communications center. 

E-Mail messages can have attached files in binary, ASCII or graphic formats.  The message can be
sent outside the GCCS domain provided it contains the domain address and is routed through the
SIPRNet.



GCCS 3.0 Test and Evaluation Master Plan

B-3

RECEIVE only MESSAGE TRAFFIC

JMCIS, JDISS, GSORTS:  These operate in a "parent/child" receive only mode.

JMCIS can use USMTF or OTH-GOLD messages.  The JMCIS parent in a CINC’s headquarters
receives information about the movement of vehicles, ships, planes, etc.  The messages provide
the "tracks" of movement for the reportable item.  The tracks messages are received and written
directly to the JMCIS parent database.  JMCIS can forward all or selected tracks messages to
child JMCIS databases for review.

JDISS uses USMTF messages.  The JMCIS parent in a CINC’s headquarters receives intelligence
reports.  The messages are accumulated into the parent database.  The parent may forward all or
selected messages to a child database for review on the child system.

GSORTS uses either message traffic or file transfer to move the GSORTS file from the NMCC to
each GCCS site.  Once at their site, the FDBM will use the GCCS RFA capability to move the
GSORTS file into the Core database.

FILE TRANSFER

GCCS(T), Marine Corps MAGTF II, Navy RUDRS, DMA Map data, NMCC reference files: 

GCCS(T) provides OPLANS, once they are downgraded to SECRET, to GCCS for further
planning and execution.

The Marine Corps MAGTF II will download on OPLAN TPFDD that contains information on
OPLAN forces (Marine units) for Marine Corps planner review sourcing.  The planners will
update the TPFDD with command approved data on active duty and reserve Marine units. The
MAGTF II will produce a TPFDD file to update the OPLAN in GCCS.

Navy RUDRS permits the Navy to update OPLANS with command approved data on active duty
and reserve Navy units. A GCCS OPLAN TPFDD download is accomplished and the file is
transferred to RUDRS.  Likewise, RUDRS produces a TPFDD file to update the OPLAN in
GCCS.

Update files containing reference data needed to assist the warrior are transferred into GCCS
from the DMA and NMCC using the File Transfer Protocol.  The NMCC reference files
transferred are: Geo-Locations, TUCHA, PORTS, APORTS, CHSTR, ASSETS, and LFF.  Once
at their sites, the FDBM uses the RFA to move the reference files into the Core database.  The
TUCHA and Geo-Locations data also can be updated by users at their host GCCS site using the
new RFA capability.  The RFA will produce a separate file of data updates in UNIX that can be
file transferred to all other GCCS sites.  The update files can be loaded to the Core database using
ORACLE SQL.  The movement of changed data must be coordinated with the JNOCC.
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APPENDIX C

SUPPORTING DOCUMENTATION

GCCS Automated Information System (AIS) Security Plan for Version 2.0, May 1, 1995

GCCS Concept of Operation, DRAFT

Global Command and Control (GCC) Functional Economic Analysis (FEA),  February 28, 1995

Global Command and Control System Exercise (GCCS-E), Exercise Positive Response 95-2,
Draft Letter of Instruction (LOI),  7 April 1995

GCCS Evaluation Plan for GCCS Applications, October 7, 1993

GCCS Implementation Procedures for the GCCS Version 2.0, March 17, 1995

GCCS JOPES Database Implementation Strategy

GCCS Management Structure, CJCSI 6721.01

GCCS Mission Need Statement, June 8, 1995

GCCS Operational Evaluation Plan (OEP) Revision 2, May 1995

GCCS Program Management Plan, January 1995

GCCS System Administration Manual, May 12, 1995

GCCS Version Description Document for Version 2.1, June 15, 1995

JOPES Migration Assessment Plan, April 3, 1995

System Users Manual: GCCS Version 2.1, June 21, 1995

GCCS Version 3.0/3.1 EPIP, Annex C:  Functional Description, May 30, 1997


